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SUBJECT! 

,Thd Socrotairy of state 
Tho S^vctary of the treasury 
trho Secretary o£ Qofensa 
Vila Attorney Ceneral 
The Director o£ Central ZntQ}.ligoneQ 
•The Director, 0££ice o£ science and Technology 
The Chairman, Joint Chiefs o£ staff 
The Chairman/ President's Foreign ZnteLligenco 

Advisory Board 
The Chairman* Atomic Snergy Commission 

Organisation ^nd Management o£ the U.S. 
Foreign intelligence Conununity 

I have recently.: reviewed and accepted recommendations on ' 
ways in which to inpifovc the functioning o£ the intelligence 
community. 'This memorandum establishes a set o£ goals and . . 
di;eeets organizational and management change's to attain them.. 
It also expresses nyjeoncdrn about.majot resource (management , 
and substantive production problems as guidance' to the community 
for further dhanges in .the future• ' 

The need for tan; improved intelligence product and for 
greater efficiency ifi the use of ]^sources allocated to 
intelligenee*ia urgê vt,. ' Resources available for' u^e by the - ' , 
intelligence conmunlty will be-Increasingly constrained and ... 
may hav<^ to be reduced. At the same' time th« pieoduct of the 
.intelligence community will be of increasing-iinportance to 
°UiS>'.security and national interests oei 

' <•••• the rolittivo' strength' o£ soviet and other potcnMial 
military' forces groW8-'.'with'.respect to .those ̂ e£ the 

use BECIASSIFleHnaEI JiSVIEW. [S.O. 1295B] 
/X/ Sxenpe in p a n and redaoc aa shewn 
by R.eou)3arB Bace ia/14/2fi00 
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14. (continued) 

I I I WMji 

" the incocn.itional environnont .grows more complex; 
Olid financial, comniorcial and economic factors 
acsumc greater significance; 

— the need for timely intelligence becomes grea ter . 

J . obioctivefi 

• Among-the major objectives that must be. at tained i f the 
efficiency and effectiveness of the intell igence community 
are to increase substantially arei 

-> The responsiveness of the UfSi intell igenee effor t 
with respect to national requirements must be subject 

. t o continuing reviews 

';*• Authoritative and responsible leadership for the 
community as.a whole.'must be assured. 

. f •••••• A more eff icient use of resources by the community' ° 
,:;.- in the collect ion'of intelligence information must"" 

': .-..'''' ••,̂ e achieved.' u t i l iza t ion of the means available 
. \ ' \ 'must be in consonance with'approved requirements of' 

' . ' . '' u . s , security and national in teres ts• 

', ,'*-Assignment of intelligence functions within the 
-.::;, • :'.;,; . 'community must be reviewed and revised t o Eliminate 

;•/•'•• - ineff icient , unnecessary or outmoded a c t i v i t i e s . f 

I . 

'mm tjiĵ Q quali ty, scope and timeiinesa of the .community's'. 
;'.' ' product must be improved. 

' ••!- The provision-of intelligence and i t s u t i l i s a t i o n must 
'> enhance the formulation of the' foreign, mi l i ta ry and." ,-' 

economic pel ie ies of the'U.S.,.Government and the .'iv '. 
planning for and'eo'ndu'et'..ofi.-nipLitaxy.io||erB''tions by i , . 
U.S. forces.' •".' •'•'.''.-.V ..'••'.., •' ,''•".'';.'• ' .'•:. 

\, .XI • The Weeesaarv Conditions 
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14. (continued) 

' ' ii^^^BM^'/HMvcfM^cw unUkHUUII iLiI "̂  

— The lUL'octor of Central Intelligence (DCl) must 
clclccjatc direct aukhoriUy to tho Deputy Director of 
Ccnti-al intelligence (as Car as is poersible without 
Icgiclntion) foi.'' the plans, programs, and day-to-day' 
npci'fluionu of the CXA. and must oscume overall 
leckdcrnhip o£ the community. ' 

—< More effective review of intelligence product quality 
and policy must be provided to the DCX, especially . 

' f^ , / ' .• / ' by high-level consumora'of substantive national 
' ' • " '^ intelligence. 

nri^ 

intclligc 

Major issues vrithin the intelligence community must 
be addressed in such a wqy that the DCX plays \ 
major role in their resolution. The DCZ must have 

.. f n : an increased and restructured personal staff to allow 
' :, ' C him to discharge his augmented responsibilities. 

. ' • w r r "^^ ° ^ should be supported by.two major committees 
•of the. intelligenee community, each' of Which he . 
"^^chai^rs, with clearly defined advisory functions 
• enCbraeing his responsibilities related to intelligence 
'iLprcduction and requirements on the one hand and to- . 
;' intelligence budget and allocation of- resources on . 
;'the.other. 

\^ 
1 • 

i-r 

-,•• », , 

• . rf • - ,• 

.."-** 

. • " • • * ; 

" / ' 

i 

^ . 

;'lntelligence collecticin programs, largely financed ;' 
'snQ managed by the Depas'tment of Defense, must come'.'] 
under more/ef£ective'"management and coordination 
''with'other intelligence, programs. 

' . ' '•» . 
The KSCZDs and DCIDs.must be rewritten to reflect ; 
the changes directed herein .and oth«cs as t^ey occur, 
particularly, to rafleet reassignment of .functions.' '.• 

XII. Measures Decided Ppon . ' , 

After careful consideration, Z have decided that the 
measures listed below arc to bo taken noW to move toward 
attainment of -tho stated objectives. They are designed 
.primarily to:. (1) .enhance'the authority and oapabili^ of . 
the DCX to provide'the required community leadership, (2) 
provide review .'and'.gujidanee cegBrdl,hg'thd svlbstwntiya. intelli-
geneo product, and'(3).'n0s4''4£faotl.vely.-restruet«lre: i,ntoll-
igeneo; activities..'; ' "•.V.l̂ :;''"; ! ̂if̂';:;•••i:̂:̂<'̂i ••,<?'̂ Ĵ.jVs . •;. 

— • ' isx(i)" 
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14. (continued) 
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— I nn> directing the Director o£ Central Intolliacnce 
bo .-lusvtme loodcx-chip o£ tho community in planning, 
rovlcwinc;, coordinating, and evaluating all intelli­
gence turogvows anci activities, and in tho production 
oS nntionnl intclligcneo. X shall look to him' to 
improve the performance of the oommunity, to provide 
his judgments on tho efficiency and offectivonoss Q£-
all intelligence programs and activities (including 
tactical intelligence), and to recommend the appropriat 
allocation of resources 'to be devoted tp intelligence.' 

. ' ^ • • . 

He will thus assume four major'responsibilitiesi -

—• Planning and reviavdng all intelligenee activities;".,;' 
and the allocation of all intelligence resourbes*'-

Px'oducing national intellig^ee required by the ( 
I ! ' 'President and other national consumers.', 

r 
r 
r 

/,)-<• Chairing and staffing all intelligence community 
; -' advisory boards or committees >' 

-•• Heconciling intelligence requirements and priorities" 
within budgetary constraints. 

So that he can effectively undertaHe this community 
leadership role, X am requesting the.DCX to.submit to me 
within 30 days his plan for the appropriate delegation of his. 
vcurrent'operational responsibilities w d fer\ increased staff 
support for his new roleV ' .' ^ ' ,'.' 

1. 

r . '\;r-'' '•'• ' '.;"rr-X am directing the Director of Central Intelligence - . 
'• '/.-'v.- •-" .',1 .*.'.''. to prepare and submit each year, through OMD, a 
^ •',•'.''.•" ' ' '/."•*'.y\;-,consolidated intelligence program budget, including 
I 'f,'/.> "., • '̂ '.'.̂ .'\'tactical intelligence. All information required 
' >:':.V<;, ' ' '•''•'.from all depairtments and agencies of the Esceeutlve 

'>.,''' •"'!./' Branch is to be made available to him in order that, 
y ['}•[', ' . ..' '/" ' .ho mny provide mo with an annual detailed review of 

• '. •'..' .'.'-:'{.'. '• .' tho neodo end'porformance of the intolligcneo comrounit 
JV',.. •';•";•. ' ... ,. . , . . .•!••;., 

•--'; .•".': •'"'/•^•r X am'creating Bn'.-Xntelligehes Resourees Advisory .•'':'" .• 
'!-.'''''''' " ' ' '.committee, chaired by'the'Director"of Central. '-!)''.''•' 

.Xntelligence, inol>a,ing;:'a8''maiBbaijs;a:';B'«jior'j" . 
• < • • • - ' •: -s'.HiWO)' ' .•^'^^•^j^>:. 'M^Jl^:l-:^/:y^k^'^.- \- ^ " • ' 

••• ̂ >^0DcnDTJ |Mft» i t t tog ; . t*?y .v . .< ' .i.^Tv'';'./' 3sSaS^^^BSSaaff i ' ' 'Vl ' :VN'• / !•>.*» ' ' . ' . • ; ' •' •' • ,N''-''r'̂ '. •, 

• ' ' 1 . . . ' I ' . i ••'. f • i.,;.f ' < . . T . ' , ',• . , _ . _ , . • . 
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14. (continued) 
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voprcocntativc from the Department of DeCcnoe, the ' ,; 
Doiiartmcrtt oC State, tho Office o£ Management and ' , •' 
Dudget, and tho Central Intelligence Agency. This .> 
committee is to advise tho DCI on the preparation 
of tho intelligence budget'and the allocation o£ 
recovirccs among programs, ensuring that they are 
employed in accordance with approved requirements 
and tjiat there is no unwarranted duplication. 

< I am also directing that the USID be reconstituted 
under the chairmanship of the DCI including as 
members the Deputy Director of Central intelligence 
{Vice Chairman); Director o£ Qureau o£ Intelligence 
and Research.-(INR), State Department; Director of 
National Security Agency (KSA); Director of the 
Defense Intelligence Agency (DIA) and representatives 
of the Secretary of the Treasury and of the Director 
of the I'cdaral Rurcau of investigation and the Atomic 
linergy Conwiiooion (AŜ C). ai>o USIP will ndviiio .>nd' 

. • assist the DCI with respeeC^o'the production ot ^ ' ; 
.'TOtionai Jinteiiigence reqaireaente and priorities,^ ,.'.' 
tK&' supervision oe taie dissemination and security 

..'of intelligence nater'ial, and'the'protection of • •'.' 
.intelligence sources and methods. 

•j I am authorising the OCX to call upon all depart­
ments and agencies of'.the Bxeeuti've Branch of the 

' Government to provide requisite information to these.' 
two coRimitteas and to invite additional participation-
in theiif deliberationa..as'may be required in his 
judgment. / • .. 

X am also establishing a Kational security council 
intelligence Coinmittee' <KSCze). Its nenibers will • 
be the Attorney eeneral, the Director of central 
intelligence, the under secretary o£ state, the 
Deputy Secretary of Defense, the Chairman of the •' 
Joint.Chiefs of staff,'and the Assistant to tho ''' 
Prosidont for Ifatienaii security Affairs,.Who will . 
chair tho conmittoe',;', Xt.will'giwa direction and 
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14. (continued) 
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niid provide Cor a continuing evaluation o£ intclli-
(jcncQ iH'oducUs from tho viewpoint of the intclli-
rjcncc consumer. 

~ As n related mnttcr, I am directing that a Net 
Assessment Croup be created within t)io National 

• Security Council Staff. The group will be headed .• ,'• 
by a senior staff mcniber and vdll bo responsible . .\"'' 
£or revicwing.^nd_eyalua.tiiig-alJLJjXBsilli.9Ein.ce, 
pi:pi|3up.ts and for producing 'not assessments of 
U.S. "capabilities vis-a-vis those of £oreign 
governments constituting a threat to U.S. Security.. 

•~ X am directing the retention of the present management' 
'structure of the National Reconnaissance Office. 

'« X am directing the Department of Defense to issue .,. ', 
such directives as are required to establish no ' ^ 

„ later than'January 1,' 1972*' 

;.'A unified Rational Cryptologi'e Command under 'f- ':- • 
''"'s- ] .Director, NSA for the conduct.of U56 eommuni^a- ' '"'';'. 

.- •'tions intelligence'and'electronics intelligence!,'v-^. v, 
N,' '. activities. . ' ,. 

• • ' ^ ; : 

I .1. ( '• 

A single OfficQ of'Defense Investigations, 

i.''A consolidatedDefense Map Agency lay d9iri»ining 
•the three Sefegjce .mapping organiBati<mB under 
, arrangements that permit Optlnum "^ficieney 
'and economy in productio>\ vdtbout impairing' 
legitimate requireiiientB -.of. the .separate 'Services. 

ivheretfrntion of the DXA to, be fully responsive 
to tasking by l^e Joint Chiefs of Staff in 
matters involving'essential intelligenee support' 
.for military planning and operations. 

-"'•X am directing staffs of the KSC, DCX and OH D , in 
'.'.'̂ ''eonauitation and coordination with tho Prosidont's 

.'Foreign Xnt'alligene'a Advisory lloard to make ap^ ' ' 
}' propriate revisions, not later than Oeeeiid»or l,'.l97l'" 

80 



14. (continued) 
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IV. UfTî aiffino Pr obi croc 

Tl>e changes I have directed at this time arc limited, 
but 1, fully expect £uL*ther changes in_the intelligcncc..cpnmiin.i,t; 
consistent with maximum practicable attainment of my objectives 

Dy far the ,largost portion of the intelligence budget 
is devoted to collection. It is herei that savings must be • ' -
sought. Puturo assignments of rOles and missions within the 
intelligence conununity cannot be made satisfactorily by com-
pvomiees aavong agencies. 

The need to make some savings is so urgent that X have 
directed the Office of Management and Budget, jointly with' 
the DCI and Secretary of Defense, to review the FV 1973 'budget 
for intelligence and-to submit specific reductions from 
current programs', with particular attention to tactical.. 

J.ntellAglance. • " . " ' , 

significaht improvement in the intelliigence product is 
also' needed; ' The NSCIC will afford improved guidance regarding 
consumor needs. Other dhanges in the consumamproducer rela­
tionship may be needed to adhieve a more effective reconcilia*' 
tion of the demands.from ;consumers with the' limited resources 
available for intelligence production. Xt seems desirable -•,.\ 
in this connection) that resource's devoted to analysis and ..•'., 
production should increase and that a determined effort be . ' .' 
^made to upgrade analysis personnel and analysis methods. 
More rewarding careers for int^'Higenee analysts, including ','.; 
the opportunity to'reach higli salary'levels'vftiiie regaining'!.:' '; 
analysts, should be consider'ed.'. An early task, of .the DCX .. 

focu'sed'.-' . 

oei .'Direeteti^,. Office'b£ Kanagemen:b,'and Budget;' 

UWfi 

81 





15. National Security Council Intelligence Directive 1, 
Basic Duties and Responsibilities, 17 February 1972 

ct^^HTOCBEIiJiJs^iuiSJLumD' -f iT^rBFJ.— NSCID No. 1 

NATIONAL SECURITY COUNCIL INTELUGENCE 

DIRECTIVE NO. V 

BASIC DUTIES AND RESPONSIBILITIES 
(Effective 17 Febmary 1972) 

^ C .̂̂ ^^ The intdUigence effort of the United States is a national responsibility and 
tb o . ^ ^ ^ must be so organized and nianaged as to exploit to the maximtun the available 
^ ^ S ' resources of the Government and to satisfy tiie intelligence reqxrirements of the 
•v^ • S o —i National Security Council and of the departments and agencies of the Govem-
^ — S^ 3* — tt ment For the purpose of coordinating die intelligence actiirities of the several 
>x ~l S -» ^ s i Government departments and agencies in the interest of national security, and 
NO a ^ § ° S pursuant to the provisions of Section 102 of the National Security Act of 1947, 

^ § 1 a - « S ' " " - ' ' - " " " ' " " • " ' " " " " " " = ' ' • " " ' " " " " " " " " " ""'' ^ ' " ^ ' ''̂ ~̂ -
s ^ r- — 

O ^ 3 . ^ 3 as amended, the National Security Council hereby authorizes and directs that: 
^ ffi g c a 

^ 3j 5*-o S £ 1- Overall Coordination 
< — S" o Q The Director of Central Intelligence shall coordinate the foreign intelligence 

•*5̂  S S «3- Q O activities of the United States in accordance with existing law and applicable 
1*̂  T3 5" S 5E c directives. Such coordination shall include those forms of intelligence that 
N § * ' ^ constitute the foreign intelligence activities of the United States. 

g ~« 2. The National Security Council IntelUgence Committee (NSCIC) 
S. The National Security Coimcil Intelligence Committee will be comprised of: 

The Assistant to the President for National Security Affairs, Chainnan; The 
Attorney General; The Director of Central Intelligence; The Under Secretary 
of State; The Deputy Secretary of Defense; and The Chairman of the Joint 
Chiefs of Staff. 

The National Security Council Intelligence Committee will give direction and 
guidance on national substantive intelligence needs and provide for a continuing 
evaluation of intelligence products from the viewpoint of the intelligence 
consmner. 

3. The Director of Central IntelUgence 

a. The Director of Central Intelligence will discharge four major respon­
sibilities: 

(1) Plaiming, reviewing and evaluating all intelligence acti'vities and the 
allocation of all intelligence resources. 

(2) Producing national intelligence required by the President and 
other national consumers. 

(3) Chairing and staffing all intelligence community advisory boards 
and committees. 

(4) Establishing and reconciling intelligence requirements and priorities 
within budgetary constraints. 

"This Directive supersedes NSCID No. I dated 4 March 1964. 

1 500033 
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15. (continued) 

b. The Director of Central Intelligence shall prepare and submit each year, 
through the Office of Management and Budget, a consolidated intelligence 
program/budget as directed in the Presidential memorandum of 5 November 
1971. In preparing the program/budget, the Director of Central IntelUgence 
•will take into account such considerations as the comparative effectiveness 
of collection programs and the priorities of intelligence targets. 

c. The Director of Central Intelligence shall act for the National Security 
Council to provide for detailed implementation of National Security Council 
Intelligence Directives by issuing, after appropriate consultation, such sup­
plementary Director of Central InteUigence Directives as may be required. 
Such directives shall, as applicable, be promulgated and implemented within 
the normal command chaimels of the departments and agencies concerned. 

d. The Director of Central Intelligence shall formulate, as appropriate, 
policies with respect to arrangements with foreign governments on intelligence 
matters. 

e. The Director of Central Intelligence shall make recommendations on 
foreign inteUigence matters to appropriate United States officials. 

/. The Director of Central Intelligence shall develop and review seciuity 
standards and practices as they relate to the protection of intelligence and 
of intelligence sources and methods from unauthorized disclosure. 

g. Director of Central Intelligence Directives to be issued in accordance 
with the provisions of subparagraiph c above shall include: 

(1) General guidance and the establishment of specific priorities for 
the production of national and other intelligence and for collection and 
other activities in support thereof and their formal transmission to the 
National Security Council. 

(2) Establishment of policy, procedures and practices for the mainte­
nance, by the individual components of the intelligence community, of a 
continuing interchange of inteUigence, inteUigence information and other 
information with utility for intelligence purposes. 

h. The Director of Central Intelligence, or representatives designated by him, 
in consultation with the head of the intelligence or other appropriate com­
ponent of the department or agency concerned, shall make such surveys of 
departmental intelligence activities of the various departments and agencies 
as he may deem necessary in connection with his duty to advise the National 
Security Coundl and to coordinate the intelligence effort of the United States. 

i. In making recommendations in matters concerning such inteUigence ac­
tivities of the departments and agencies of the Government as relate to the 
national security, the Director of Central Intelligence shaU transmit therewith a 
statement indicating the dissenting views of the members of the United 
States Intelligence Board and the IntdUigence Resources Advisory Com­
mittee in matters relating to intelligence production and resource manage­
ment 
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15. (continued) 

4. IntelUgence Resources Advisory Committee (IBAC). 

An Intelligence Resources Advisory Committee is hereby established to advise 
the Director of Central Intelligence on the preparation of the intelligence budget 
and the aUocation of resources among programs and to ensure that they are 
employed in accordance with approved requirements with no imwarrauted 
duplication. It wiU consist of the Director of Central InteUigence, Chainnan, and 
senior representatives of, the Department of State, Department of Defense, 
Central InteUigence Agency, and the Office of Management and Budget 

5. The United States Intelligence Board (USIB). 

a. A United States Intelligence Board is hereby established under the 
chairmanship of the Director of Central Intelligence. Subject to other 
established responsibilities vmder existing law and directives, the United States 
InteUigence Board wiU advise and assist the Director of Central Intelligence 
vrith respect to: 

(1) The establishment of appropriate intelligence objectives, require­
ments and priorities. 

(2) The production of national intelligence. 

(3) The supervision of the dissemination and security of intelligence 
material. 

(4) The protection of inteUigence sources and methods. 

(5) As appropriate, poUcies with respect to arrangements with foreign 
governments on intelligence matters. 

b. The membership of the United States Intelligence Board shaU consist 
of the foUowing; The Durector of Central Intelligence, Chairman; The Deputy 
Director of Central InteUigence, Vice Chairman; the Director of Intelligence 
and Research, Department of State; The Director, Defense Intelligence 
Agency; The Director, National Security Agency; a representative of the 
Secretary of the Treasiuy; a representative of the Atomic Energy Commission; 
and a representative of the Director of the Federal Bureau of Investigation, 

The Director of Central Intelligence, as Chairman, shaU invite the chief of 
any other department or agency having functions related to the national 
security to sit with the United States Intelligence Board whenever matters 
within the purview of his department or agency are to be discussed. 

c. The Board shaU be provided with a Secretariat staff, which shaU be 
under the direction of an Executive Secretary appointed by the Director of 
Central Intelligence. Subordinate committees and working groups shall be 
estabUshed, as appropriate, by the Director of Central Intelligence. 

6. National Intelligence 

a. National intelligence is that intelligence required for the formulation 
of national security policy, concerning more than one departmaat or agency, 
and transcending the exclusive competence of a single department or agency. 
The Director of Central InteUigence shall produce national intelligence 
that wiU carry a statement of abstention or any substantially differing 
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15. (continued) 
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opinion of a United States Intelligence Board member or of the Intelligence 
Chief of a Military Department. 

b. Departmental intelligence is that intelligence which any department or 
agency requires to execute its own mission. 

c. Interdepartmental intelligence is integrated departmental inteUigence 
required by departments and agencies of the Government for the execution of 
their missions, but transcending the exclusive competence of a single depart­
ment or agency to produce. Such subcommittee structure of the United 
States Intelligence Board as may be established by the Director of Central 
Intelligence may be utilized for the production and dissemination of inter­
departmental inteUigence. 

d. The Director of Central InteUigence shaU disseminate national intelli­
gence to the President, members of the National Security Coimcil, as ap­
propriate, members of the United States InteUigence Board and, subject to 
existing statutes, such other components of the Government as the National 
Seciuity Coundl may from time to time designate or the United States Intelli­
gence Board may recommend. He is further authorized to disseminate na­
tional intelligence and interdepartmental inteUigence on a strictly controlled 
basis to foreign governments and international bodies upon his determination 
after consultation with the United States Intelligence Board that such action 
would substantiaUy promote the security of the United States, provided that 
such dissemination is consistent with existing statutes and Presidential policy, in­
cluding that reflected in international agreements; and provided further that 
any disclosure of Federal Bureau of Investigation intelligence information 
shaU be cleared with that agency prior to dissemination. Departmental intel­
ligence and interdepartmental intelligence produced outside the United States 
InteUigence Board subcommittee structure may be disseminated in accord­
ance with existing statutes and Presidential poKcy, including that reflected in 
international agreements. 

e. Whenever any member of the United States Intelligence Board obtains 
iofonnation that indicates an impending crisis situation that affects the 
security of the United States to such an extent that immediate action or 
decision by the President or the National Security Council may be required, 
he shall immediately transmit the information to the Director of Central In­
telligence and the other members of the United States IntelUgence Board, 
as weU as to the National Indications Center and to other officials or agencies 
as may be indicated by the drcumstances. The Director of Central InteUigence 
shall immediately prepare and disseminate, as appropriate, the national inteUi­
gence estimate of the situation. 

7. Protection of IntelUgence and of InteUigence Sources and Methods 

The Director of Central Intelligence, with the advice of the members of the 
United States Intelligence Board, shaU ensure the development of policies and 
procedures for the protection of intelligence and of inteUigence sources and 
methods from imauthorized disclosiu'e. Each department and agency shaU remain 
responsible for the protection of intelUgence and of inteUigence sources and 
methods within its own organization. Each shaU also establish appropriate in-

4 
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15. (continued) 

..«n=5£CKEl 

temal policies and procedmres to prevent the unauthorized disclosure from 
within that agency of intelligence information or activity. The Director of 
Central Intelligence shaU caU upon the departments and agencies, as appropriate, 
to investigate within their department or agency any unauthorized disclosure 
of intelligence' or of intelligence sources or methods. A report of these investiga­
tions, including corrective measures taken or recommended within the depart­
ments and agencies involved, shaU be transmitted to the Director of Central 
InteUigence for review and such further action as may be appropriate, including 
reports to the National Security Covmdl or the President 

a. Authorized Disclosiures 

The Director of Central InteUigence, with the advice and assistance of 
the United States InteUigence Board, shall establish procedures for review 
by inteUigence authorities of aU classified inteUigence information con­
templated, proposed or prepared for release to the public or for use or 
disclosure in other unclassified activities in the course of which there is 
danger that inteUigence sources and methods might be revealed. Intelli­
gence information that has been authorized for unclassified disdosme 
shaU be released, used or utiUzed only in the form and manner authorized 
under the established review procedures. 

8. Community Responsibilities 

a. In implementation of, and in conformity with, approved National Security 
CouncU poUcy, the Director of Central InteUigence shaU: 

(1) Seek the attainment of the foUowing objectives as essential to 
the efficient and effective functioning of the intelligence community: 

(a) The responsiveness of the United States inteUigence effort 
with respect to national requirements must be subject to continuing 
review. 

(b) Authoritative and responsible leadership for the commimity 
as a whole must be assured. 

(c) A more efficient use of resources by the community in the 
collection of intelligence information must be achieved. Utilization of 
the means available must be in consonance with approved requirements 
of United States security and national interests. 

(d) Assignment of intelligence fimctions within the community 
must be reviewed and revised to eliminate inefficient, unnecessary or 
outmoded activities. 

(e) The quaUty, scope and timeliness of the community's product 
must be improved. 

(f) The provision of inteUigence and its utilization must enhance 
the formulation of the foreign and economic poUcies of the United 
States Govermnent and the planning for and conduct of military op-
erationi'by United States forces. 

(2) CaU upon the other departments and agencies, as appropriate, to 
ensure that on intelligence matters affecting the national security the in-

—SECKET 

COPY N° 90 

87 



15. (continued) 

teUigence commimity is supported by the fuU knowledge and technical 
talent available in or to the Government 

(3) Ensure that the pertinence, extent and quality of the available 
foreign inteUigence and intelligence information relating to the national 
security is continuaUy reviewed as a basis for improving the quaUty of 
inteUigence and the correction of deficiencies. 

(4) Take appropriate measinres to facilitate the coordinated develop­
ment of compatible referencing systems within the departments and agencies 
engaged in foreign inteUigence activities. Central reference facilities as a 
service of common concern shaU be provided by the Central Intelligence 
Agency and/or other departments and agencies, as appropriate. 

(5) Make arrangements with the departments and agencies for the 
assignment to, or exchange with, the Central InteUigence Agency of such 
experienced and qualified personnel as may be of advantage for advisory, 
operational or other purposes. In order to facilitate the performance of 
their respective inteUigence missions, the departments and agencies con­
cerned shaU, by agreement, provide each other with such mutual assistance 
as may be within their capabiUties and as may be required in the interests 
of the intelligence community for reasons of economy, efficiency or opera­
tional necessity. In this cormection primary departmental interests shaU be 
recognized and shaU receive mutual cooperation and support. 

(6) Be provided with aU information required from aU departments 
and agencies of the Executive Branch required for the exercise of his 
responsiblUties. 

b. Insofar as practicable, in the fulfillment of their respective responsibilities 
for the production of intelligence, the several departments and agencies shaU 
not dupUcate the inteUigence activities and research of other departments 
and agencies and shaU make fuU use of existing capabiUties of the other 
elements of the intelligence community. 

c. The departments and agencies of the Government shaU establish ap­
propriate poUcies and procedures to control and limit undesirable pubUcity 
relating to inteUigence activities. 
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16. Gerald R. Ford, Executive Order 11905, United States Foreign 
Intelligence Activities, 18 February 1976 

Executive Order 11905* FAruary 18, 1976 

United States Foreign Intelligence Activities 

By virtue of the authority vested in me by the Constitution and statutes of the 
United States, including the National Secmity Act of 1947, as amended, and as 
President of the United States of America, it is hereby ordered as follows: 
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(b) Committee on Foreign Intelligence [9? 
(c) Operations Ad'risory Group [93 
(d) Director of Central InteUigence ; [93 

4 RsspoNsismn&s AND DTTTIES OF THE lNTF.T.i.Tr,EMCg CoMMTjNiry [94 
(a) Senior Official of Eacii Organization of the InteUigence Cominunity' ^ 5 
(b) Ceatial Intelligence Agency '. [95 
(c) Department of State ! .[96 
(d) Department of the Treasury ! [95 
(e) Department of Defense , '. [97; 
(f) Energy Research and Development Administ^tion [9ff 
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7 SEaREcr PROTECTION : [103' 
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SECTION 1. Pitrpose. The purpose of this Order is to establish policies to itnprove 
the quality of intelligence needed for national security, to clarify the authority and 
responsiblUties of the intelligence departments and agencies, and to establish effective 
oversight to assiue compliance -with law in the management and direction of 
inteUigence agencies and departments of the national government. 

SEC. 2. Definitions. For the purpose of tbis Order,, unless otherwise indicated, the 
following terms shaU have these meanings: 

(a) IntelUgence means: 
(1) Foreign intelUgence which means information, other than foreign counter­

intelligence, on the capabilities, intentions and activities of foreign powers, organiza­
tions or their agents; and 

(2) Foreign counterintelligence which means activities conducted to protect the 
United States and United States citizens from foreign espionage, sabot^e , subversion, 
assassination or terrorism. 

(b) Intelligenee Community refers to the foUowing organizations: 
(1) CentrallntelligenceAgency; 
(2) National Security Agency; 
(3) Defense Intelligence Agency; 
(4) Special ofBces -within the Department of Defense for the collection of 

specialized intelligence through reconnaissance prc^rams; 
(5) Intelligence elements of the military services; 
(•6) InteUigence element of the Federal Bureau of Investigation; 
(7) Tntdligence element of the Department of State; 
(8-) Intelligence element of the Department of the Treasury; and 
(9) InteUigence element of the Energy Research and Development Adminis­

tration. 
(c) Special activities in support of national foreign policy objectives means 

activities, other than the collection and production of intelligence and related sup­
port functions, designed to further official United States programs and policies abroad 
which, are planned and estecuted so that the-role of the United States Government 
is ngt apparent or publicly acknowledged. 

(d) National Foreign Irttelligence Program means the programs of the Central 
Intelligence Ageney and the spedal offices within the Department of Defense for 
the coUection of specialized intelligence throughi reconnaissance pn^prams, t^e Con­
solidated Cryptol(^;ic Program, and those elements of the General Defense IntelB-. 
gence Program, and other programs of the departments and agencies, not including 
tactical intell%ence, designated by the Committee on Foreign Intelligence as part of 
the Program. 
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SEC. 3. Control and Direction of National Intelligence Organizations. 
(a) National Security Council. 
(1) The National Security Council was estabUshed by the National Secnrity Ac 

of 1947 to ad-vise the' President with respect to i t e int^ration of domestic, foreign, ani 
military poUcies relating to the national security. Statutory members of the Nationa 
Security Council are the President, the Vice President, the Secretary of State, and th' 
Secretary of Defense. 

(2) Among its respoi^bilities, the National Security Council shall provide guid 
ance and direction to the development and formulatiou of national intelligeno 
activities. 

(3) The National Seciuity Council shaU conduct a semi-annual review of intelli 
gence poUcies and of ongoing spedal acti'vities in support o£,national Foreign poliq 
objectives. These reviews shall consider the needs of users of inteUigence and the time 
liness and quality of intelligence productsSmd the continued appropriateness of speda 
activities in support of national Foreign policy objecti-ves. The National Securit) 
Council shaU consult with the Secretary of the Treasury and such other users of intelli­
gence as designated by the President as part of these reviews.. 

(b) Committee on Foreign IntelUgence. 
(1) There is established the Committee on Foreign Intelligence (bereinaftei 

referred to as the CFI), which shall be composed of the Director of Central Intelli-
gence, hereinafter referred to as the DCI, who shall be the Chairman; the Deputy 
Secretary of Defense for Intelligence; and the Deputy Assistant to the President for 
National Security Affairs. The CFI shall report directly to the National Security 
CouncQ. . 

(2) The CFI shall (i) control budget preparation and resource allocation for the 
National Foreign InteUigence Program. 

(A) The CFI shall, prior to submission to the Office of Management and Budget, 
review, and amend as it deems appropriate, the budget for the National Foreign 
InteUigence Program. 

(B) The CFI shall also adopt rules governing the reprogramming of funds -within 
this budget. Such rules may require that reprogrammings of certain types or amounts 
be given prior approval by the CTL 

(ii). Establish policy priorities for the coUection and production of national 
intelligence. 

(iii) Establish poUcy for the management of the National Foreign InteUigence 
Program. 

(iv) Provide guidance on the relationship between tactical and national intel­
ligence; however, ndther the DCI nor the CFI shall have responsibilLtjr for tactical 
intelligence. 

(v) Provide continuing guidance to the Intelligence Community in order to 
ensure compliance with policy directions of the NSC. 

(3) The CFI shall be supported by the Intelligence Conununity staflF headed 
by the Deputy to the Director of Central Intelligence for the InteUigence Community. 

(4) The CFI shaU establish such subcommittees as it deems appropriate to 
ensure consultation -with members of the Intelligence Commimity on polides and 
guidance issued by the CFL 

(5) Decisions of the CFI may be reviewed by the Naticmal Security Coundl 
upon appeal by the Director of Central Intelligence or any member of l i e National 
Security CoundL 
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(c) The Operations Adznsory Group. • 
(1) There is estabUshed the Operations Ad-visory Group (hereinafter referred 

to as the G>perations Group), which shaU be composed of the Assistant to the 
President for National Security Affairs; the Secretaries of State and Defense; the 
Chairman of the Joint Chiefs of Staff; and the Director of Central InteUigence. 
The Chairman shall be designated by the President. The A-ttomey General and the 
Director of the Office of Management and Buc^ t or their representatives, and others 
who. may be designated by the President, shaU attend aU meetings as observers. 

(2) The Operations Group .shall (i) consider and develop a policy recommenda­
tion, induding any dissents, for the Rresident prior to his decision on each special 
acti-vity in support of national foreign policy objectives. 

(ii) Conduct periodic reviews of programs previously considered by the Opera­
tions Group. 

(iii) Give approval for specific sensitive intelUgence coUection operations as 
designated by the Operations Group. 

(iv) Conduct periodic .reviews of ojjgoing sensitive intelligence collection 
operations. 

(3) The Operations Group shaU discharge the responsibiUties assigned by sub­
paragraphs (c) (2) (i) and (c) (2) (iii) of this section only after consideration in a 
formal meeting attended by all members and observers; or, in unusual cdrcumstances 
when any member or observer is unavailable, when a designated representati-ve of die 
member or observer a-ttends. 

(4) The staff of the: National Security Coundl shaU provide support to the 
Operations Group. 

( (dCfjDirector of Central InteUigence. 
^ f t j ' T h e Director of Central InteUigence, pursuant to the National Security Act 

of 1947, shaU be responsible directiy to the National Security Council and the 
President. He .shall: 

(i) Chair die CFI. 
(ii) Act as executive head of the CIA and InteUigence Community staff. 
(iii) Ensure the development and submission of a budget for the National For­

eign InteUigence Program to the CFI. 
(iv) Act as the President's primary adviser on foreign intelligence and provide 

him and other officials in the Executive branch -with foreign inteUigence, indud­
ing National Intelligence Estimates; devdop national intelligence requirements and 
priorities; and supervise production and dissemination of national intelligence. 

(v) Ensure appropriate implementation of spedal activities in support of na­
tional foreign policy objectives. 

(vi) Establish procedures to ensure the propriety of requests, and responses 
thereto, frotn the White House Staff or other Executive departments and agendes to 
the Intelligence -Community. 

Uim) Ensure that appropriate programs are developed which properly protect in-
teUigencer^sources, methods and analytical procedxires. His responsibility within the 
United States sbaU be limited to: 

(A) Protection by lawful mea-ns against disdosure by present or former em­
ployees of the Central Intelligence Agency or peisons, or employees of persons or or­
ganizations, presently or formerly under contract -with the Agency; 

(B) providing leadership, guidance and t-tvKni.v.1 assistance to other government 
departments and agendes performing foreign intelligence activities; and 
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(C) in cases in-voi-ving serious or continuing security violations, recommending to 
the Attorney General that the case be referred to the Federal Bureau of Investigation 
for further in-vestigation. 

(-viii) Establish a -vigorous program to downgrade and declassify foreign intelli­
gence information as appropriate and consistent with Executive Order No. 11652. 

(ix) Ensure the existence of stroi^ Insipector General capabilities in aU ele­
ments of the Intelligence Community and that each Inspector General submits 
quarteriy to the InteUigence Oversight Board a report which sets forth any question­
able ax^jvities in which that inteUigence organization has engaged or is engaged. 
\J /fx)) Ensure the establishment, by:the Intelligence Conununity, of common secu­
rity sraMards for managing and handling fordgn inteU%ence systems, information and 
products, and for granting access thereto. 

(xi) Act as the prindpal spokesman to the Congress foi- the Intelligence Com­
munity and facilitate the use of foreign intelligence products by Congress. 

(xii). .EroiHOte the development and maintenance by the Central InteUigence 
•A ;̂ency of services of conimon concern to the Intelligence Community organizations, 
induding multi-disdpUne analysis, national levd intelligence products, and a national 
level current inteUigence publication. 

(•viii) Establish uniform criteria for the identification, selection, and designation 
of relative priorities for the transmission of critical intelligence, and pro-vide the 
Secretary of Defense -with continuing guidance as to the communications requirements 
of the Intelligence Community for the transmission of such inteUigence. 

(xiv) Establish such committees of coUectors, producers and users of inteUigence 
to assist in his conduct of his responsibiUties as he deems appropriate. 

(xv) Consult with users and producers of intelligence, induding the Departments 
of State, Treasury,, and Defense, the military services, the Federal Bureau of Investiga­
tion, the Energy Research and Development Administration, and the Coimcil of 
Economic Ad-visors, to ensure the timeliness, rele-vancy and quality of the intelligence 
product 

(2) To assist the Director of Central Intelligence in the supervision and direc­
tion of the Intelligence Community, the position of Deputy to the Director of Central 
Intdligence for the InteUigence Community is hereby established (Committee on 
Fordgn Intelligence). 

(3) To assist the Director of Central Intelligence in the supervision and direc­
tion of the Central Intelligence Agency, the Director of Central Intelligence shaU, 
to the extent consistent with his statutory responsibilities, d d ^ a t e the day-to-day 
operation of the Central Intelligence -Agency to the Deputy Director of Central InteUi­
gence (50U.S.a403(a)) . 

'•(4) To assist the DCI in the fulfillment of his responsibilities, the heads of' aU 
departments and agendes shaU give him access to all information relevant to the 
foreign intelligence needs of the United States. Rdevant information requested by the 
DCI shaU be provided, and the DCI shaU take appropriate steps to maintain its 
confidentiali^. 

SEa 4. Responsibilities and Duties of the IntelUgence Community. Purpose. The 
rules of operation prescribed by this section of the Order relate to the activities of our 
foreign intelligence agencies. In some instancy detailed implementation ot this Exec­
utive order -will be contained in classified documents because of the sensitivity of the 
information and its relation to national security. AU such dasified instructions wiQ be 
consistent with this Order. Unless otherwise specified within tiiis section,, its proyisidas 
apply to activities both inside and outside the United States, and aU references to law 
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are to appUcable-laws of the United States. Nothing in this section of this Order. shaU 
be construed to interfere -with any law-enforcement responsibility of any department 
or agency. 

(a) Senior Offlcials of the InteUigence Community. The senior officials of the 
CLA, Departments of State, Treasury and Defense; ERDA and the FBI shall ensure 
that, in discharging the duties and responsibilities enumerated for their organizations 
-wiuch relate to fordgn intelligence, they are responsive to the needs of the Presid^t, 
the National Security Council and other dements of thoJISovemment. In carrying out 
their duties and responsibilities, senior officials shaU ensure that aU policies and direc­
tives rdating to intelligence acti'vities are carried out in accordaiice -with law and this 
Order, induding Section 5, and shall: 

(1) Make appropriate use of the capabiUties of the other elements of the Intelli­
gence Community in order'to achieve maximum efficiency. 

(2) Contribute in areas of his responsibilrty to the national iirteUigence products 
produced under auspices of the Director of Central Intelligence. 

(3) Establish internal polides and guidelines governing employee conduct and 
ensuring thiat such are made known to, and acknowledged by, each employee. 

(4) Pro-vide for a strong and independent organization for identification and 
inspection of, and reporting on, unauthorized acti'wity. 

(5) Report to the Attorney General that information which relates to detection 
or prevention of possible -violations of law by any person, induding an employee of 
the senior official's department or agency. 

(.6) Furnish to the Director of Central Intelligence, the CFI, the Operations 
Group,' the President's Foreign Intelligence Advisory Board, and the Intelligence 
Oversight Board aU of the information required for the performance of their respective 
duties. 

(7) Partidpate, as appropriate, in the provision of services of cc»nmon concern 
as directed by the Director of Central InteUigence and provide for other departments 
and agendes -with such mutual assistance as may be within his capabiUties and as may 
be required in the interests of the Intelligence Community for reasons of economy, 
effectiveness, or opterational necessity. 

(8) Protect intelligence and inteUigence sources and methods -within his depart­
ment or agency, consistent -with polides and guidance of the Director of Central 
Intelligence. 

(9) Conduct a continuiag review of aU classified materiai originating -within 
his organization and promptly dedassifying such material consistent -with Executive 
Order-No. 11652, as amended. 

(10) Provide administrative and support functions required by his department or 
agency. 

(b) The Central InteUigence Agency. All duties and responsibilities of the 
Central Intelligence Agency shall be related to the foreign intelligence functions, 
outlined bdow. As authorized by the National Security Act of 1947, as amended, 
the CIA Act of 1949, as amended, and other laws, regulations, and directives, the 
Central Intellig^ce Agency shaU: 

(1) Produce and disseminate fordgn intelligence relating to the national secu­
rity, indudii^ foreign political, economic, scientific, tî h.-nir \̂̂  military, sociological, 
and geographic intelligence, to meet the needs of the President, the National Security 
Council, and other dements of the United States Government. * 

(2) Develop and conduct programs to collect political, econonuc, scientific, tech­
nical, military, geographic, and sodological infonnaticoi, not otherwise'obtaiiiabIe,s 
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relating to foreign intelligence, in accordance with directives of the National Security 
CoundL 

(3) CoUect and produce intelligence on fordgn aspects of international terrorist 
acti-vities and traffic in narcotics. 

(4) Conduct fordgn cotmteiinteU^ence activities outside the United States 
and when in the United States in coordination with the FBI subject to the approval 
oi the Attorney General. 

(5) Carry out such other ^)ecial acti-vities in support of .national foreign policy 
objectives as may be directed by the President or t&e National Security Coundl and 
which are -within the limits of aĵ ^Ucable law. 

(6) Conduct, for the Intell^ence Commimity, services of common concern as 
directed by the National Security Council, such as monitoring fef fordgn pubUc radio 
and television broadcasts and foreign press services, coUection of foreign inteUigence 
information £rom cooperating sources in the United States, acquisition and translation 
of foreign pubUcations and photographic interpretation. 

(7) Carry out or contract for research, devdopment and procurement of tech­
nical systems and devices relating to the functions authorized in this subsection. 

(8) Protect the security of its installations, activities, information and person-
nd. In order to maintain this security, the CIA shall conduct such in'vestigations of 
applicants, employees,, and other persons with similar associations -with the CIA as 
are necessary. 

(9) Conduct administrative, technical and support acti-vities in the United 
States or abroad as may be necessary to perform the functions described in paragraphs 
(1) through (8) above, induding procurement, maintenance and transport; com­
munications and data processing; recruitment and training; the provision of person-
nd, 'finanrial aud medical services; devdopment of essential cover and proprietary 
arrangements; entering into contracts and arrangements -with appropriate pri-vate com­
panies and institutions to provide classified or unclassified research, analytical and. de-
vdopmental services and specialised expertise; and entering into similar arrai^ements 
-with academic instimtions, provided CIA sponsorship is known to the appropriate 
senior officials of the academic institutions and to senior project officials. 

(c) r i « De/iartmenfo/^tate. The Secretary of State shaU: 
(1) CoUcct, qverdy, fordgn poUtical, poUtical-miHtary, sodological, economic, 

scientific, technical and associated biographic information. 
(2) .Produce and disseminate foreign intelligence relating to United States 

foreign policy as required for the execution of his responsibilities and in support of 
poUcy-makers involved in f o r e ^ relations within the United States Government. 

(3) Disseminate -within the United States Government, as appropriate, reports 
received from United States diplomatic missions abroad. 

(4) Coordinate -with the Director of Central Intelligence to ensure that United 
States intelligence acti-vities and programs are useful for and consistent -with United 
States foreign policy. 

(5) Transmit reportii^ requirements of the Intelligence Community to our 
Chiefs of Missions abroad and provide guidance for their coUection dffort 

(6) Contribute to the IntelUgence Community guidance for its coUection of in­
telligence based on the needs of those responsible for foreign poUcy decisions. 

(7) SupportCfaiefsofMjssionS'in-dischargii^ their lespoiisibilitiestot.direct and 
coordinate the activities of all elements of their missions. 

(d) The Department of the Treasury. The Secretary of the Treasury shaU:. 
(1) Cdlect, overdy, fore^p finanrial and monetary information. 
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(2) Partidpate with the Department of State in theovert collection of general 
fore^n eixinomic information. 

(3) Produce that inteUigence required for the execution of the Secretary's 
interdepartmental responsibiUties and the mission of the Department of the Treasury. 

(4) Contribute inteUigence and guidance required for the devdbpinent of 
national intelligence. 

(5) Disseminate within the United States Government, as appropriate, foreign 
intelligence information acquired. 

(e) Department of Defense. 
(1) The Secretary of Defense .shall: 
(i) CoUect fordgn military inteUigence information as weU as miUtary-rdated 

fordgn intelligence information, induding. sdentific, technical, poUtical and economic 
information as required for the execution of his responsibUities. 

(ii) Produce and disseminate, as appropriate, intelligence emphasizing foreign 
military capabiUties and intentions and sdentific, technical and economic devdop-
ments pertinent to his'responsibiKties. 

(iii) Conduct such programs and missions necessary to fulfiU national inteUi­
gence requirements as determined by the CFI. 

(iv) Direct, fund and operate the National Security Agency, and national, 
defense and military inteUigence and reconnaissance entities as required. 

(v) Conduct, as the executive agent of the United States Government, signals 
inteUigence activities and communications, security, except as otherwise approved 
by the CFI. 

(-vi) Provide for the timdy transmission of critical intelligence, as defined by 
the Director of Central Intdligence, -within the United States Government. 

(2) In carrying out these assign^ responsibiUties, the Secretary of Defense 
is authorized to utilize the foUowing:-

(i) The Defense Intdligence Agency (whose functions, authorities and respon­
sibiUties are currentiy pubUdy assigned by Department of Defense Directive No. 
5105.21) to: 

(A) Produce or pro-vide miUtary inteUigence for the Secretary of Defense, the 
Joint Chiefs of Staff, other Defense components, and, as appropriate, non-Defense 
agendes. 

(B) Coordinate aU Department of Defense intelligence collection requirements 
and manage the Ddense Attadie system. 

(C) Establish substantive inteUigence priority goals and objecti-ves for the De-
partmdit of Ddense and provide guidance on substantive intelligence matters to aU 
major Defense inteUigence activities. 

(D) Review and maintain cognizance over aU plans, poUdes and procedures 
for noncryptologic intelligence functions of the Department of Defense. 

(E) Rovide intelligence staff support as directed by the Joint Chie& of Staff, 
(ii) The National Security Agency, whose functions, authorities and responsibili­

ties shaU indude: 
(A) Establishment and operation of an effective unified organization for the sig­

nals inteUigence activities of the United States Government, except for certain opera­
tions which ate normally exerdsed through appropriate dements of the military 
command structure, or by the CIA. 

(B) Exeidse control over signals intelligence coUection and processing activities 
of the Govermnent, dd^at ing to an appropriate agent specified resources for such 
periods and tasks as required for the direct support of military commanders: 
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(C) CoUection, processing and dissemination of signals intelligence in accordance 
with objecti-ves, requirements, and priorities established by the Director of Central 
Intelligence. 

(D) Dissemination of signals inteUigence to aU authorized dements of the Gov­
ernment, induding the Armed Services, as requested. 

(E) Serving under the Secretary of Defense as the central communications secu­
rity authority of the United States Government. 

(F) Conduct of research and devdopment to meet the needs of the United States 
for signals inteUigence and communications security. 

(iii) Special offices for the coUection of specialized intelUgence through recon­
naissance programs, whose functions, authorities, and responsibilities shaU indude: 

(A) Carrying out consoUdated programs for reconnaissance. 
(B) Assigning responsibility to the various departments and agendes of the 

Government, accorxiing to their capabiUties, for the research, devdopment, procure­
ment, operations and control of designated means of coUection. 

(iv) Such other offices -within the Department of Defense as shaU be deemed 
appropriate for conduct of the inteUigence missions and responsibiUties assigned- to the 
Secretary of Defense. 

(f) Energy Research and Development Administration. The .Administrator of 
the Energy Research and Devdopment Administration shall:. 

(1) Produce intelligence required for the execution of his responsibiUties and the 
mission of the Energy Research and Devdopment Administration, hereinafter referred 
to as ERDA, induding the area of nudear and atomic energy. 

(2) Disseminate such intelligence and provide technical and analytical expertise 
to other InteUigence Community organizations and be responsive to the guidance of 
the Director of Central InteUigence and the Committee on Fordgn InteUigence. 

(3) Partidpate with other InteUigence Community agendes and departments in 
formulating coUection requirements where its special technical expertise can con­
tribute to such coUection requirements. 

(g) The Federal Bureau of Investigation. Under the supervision of the Attorney 
General and pursuant to such regulations as the Attorney General may establish, the 
Durector of the FBI shaU: 

(1) Detect and prevent espionage, sabotage, subversion, and other unlawful acti-vi­
ties by or on behalf of fordgn powers through such.la-wful counterintelligence opera­
tions -within the United States, induding dectronic surveiUance, as are necessary or 
useful for such purposes. 

(2) Conduct within the United States and its territories, when requested by offi­
cials of the Intelligence Community designated by the President, those lawful acti-vi­
ties, induding dectronic surveiUance, authorized by the President and spedficaUy 
approved by the Attorney General, to be undertaken in support of fordgn inteUigence 
coUection requirements of other intelligence agendes. 

(3) CoUect foreign inteUigence by lawful means within the United States and 
its territories when requested by officials of the Intelligence Community designated by 

''the President to make such requests. 
(4) Disseminate, as appropriate, fordgn intell%ence and counterintelligence in­

formation which it acquires to appropriate Federal agendes. State and local law en­
forcement agendes and cooperating foreign governments. 

(5) Carry out or contract for research, devdopment and procurement of tech­
nical systems and devices relating to the functions authorized above. 
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SEC. 5. Restrictions on InteUigence Activities. Information about the capabiUties, 
intentions and activities of other governments is essential to informed decision-making 
in the fidd of national defense and fordgn relations. The measures employed to acquire 
such information should be responsive to the Intimate needs of our Government and 
must be conducted in a manner which preserves and respects our established concepts 
of pri-vacy and our dvil liberties. 

Recent events have dearly indicated the desitabiUty of government-wide direc­
tion which wiU ensure a proper balancing of these interests. This section of this Order 
does not authorize any activity not previously authorized and does not provide exemp­
tion from any restrictions otherwise applicable. Unless otherwise specified, the provi­
sions of this section apply to acti-vities both inside and outside the United States. Refer­
ences to la-w are to applicable laws of the United States. 

(a) Definitions. As used in this section of this Order, the foUp-wing terms shaU 
have the meanings ascribed to them bdow: 

(1) "Collection" means any one or more of the gathering, analysis, dissemination 
or storage of non-pubUdy a-vailable information -without the informed express consent 
of the subject of the inf oixaation. 

(2) "CounterinteUigence" means information concerning the protection of for­
dgn intelligence or of national security information and its coUection from detection 
or disdosure. 

(3) "Electronic surveillance" means acquisition of a non-public communication 
by dectronic means, -without the consent of a person who is a party to, or, in the 
case of a non-dectrceoic communication, visibly present at, the communication. 

(4) "Employee" means a person dnployed by, assigned or detailed to, or acting 
for a United States fordgn inteUigence agency. 

(5) 'Tordgn intdUgence" means information concerning the capabiUties, inten­
tions and acti-vities of any fordgn power, or of any nou'-United States person, whether 
within or outside the United States, or concerning areas outside the United States. 

(6) "Foreign inteUigence agenc/' means the Central Intelligence Agency, Na­
tional Security Agency, and Ddense InteUigence Agency; and further indudes any 
other department or agency of the United States Government or component thereof 
while it is engaged in the coUection of foreign intdligence or counterinteUigence, but 
shaU not indude any such department, agency or component thereof to the extent 
that it is engaged in its authorized dvil or criminal law enforcement functions; nor 
shall it indude in any case the Federal Bureau c^ Investigation. 

(7) "NatiOTial security information" has the meaning ascribed to it in Executive 
Order No. 11652, as amended. 

(8) "Physical surveillance" means continuing visual observation by any means; 
or acquisition of a non-pubUc communication by a person not a party thereto or 
-visibly present thereat ttObugh any means which does not involve dectronic 
surveillance. 

(9) "United States pereon" means United States dtizens, aliens admitted to 
the United States for permanent residence and corporations or other organizations 
incorporated or organized in the United States. 

(b) Restrictions on CoUection. Fordgn inteUigence agendes shaU not engage in 
any of the foUowing activities: 

(1) Physical surveiUance directed against a United States person, unless it is 
a la-wful surveiUance conducted pursuant to procedures approved by the head of the 
fordgn inteUigence agency and directed against any of the foUowii^: 
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(i) A present or former employe? of such agency, its present or former con­
tractors or their present or fonner employees, for the purpose of protecting fordgn 
inteUigence or counterinteUigence sources or methods or national security informa­
tion from unauthorized disdosure; or 

(ii) a United States person, who is in contact with dther such a present or former 
contractor or employee or with a non-United States pekon who is the subject of a 
fordgn intelligence or counterintdligence inquiry, but only to the extent necessary 
to identify such United States person; or 

(iii) a United States person outside the United States who is reasonably be-
Ueved to be acting on behalf of a fordgn power or engaging in international terrorist 
or narcotics acti-vities or acti-vities threatening the national security. 

(2) Electronic survdllance to intercept a communication \*hich is made from, 
or is intended by the sender to'be recdved in, the United States, or directed-against 
United States persons abroad, except lawful dectronic surveillance under procedures 
approved by the Attorney General; provided, that the Central InteUigence Agency 
shall not perform dectronic surveillance within the United States, except for the 
purpose of testing equipment under procedures approved by the Attorney General 
consistent -with law. 

(3) Unconsented .^ysical searches within the United!States; or unconsented 
,'ph-ysical searches directed against United States persons abroad, except lawful searches 
under procedures approved by the Attorney General. 

(4) Opening of mail or examination of envdopes of mail in United States postal 
channels except in accordance with appUcable statutes and regulations. 

(5 ) Examination of Federal tax returns or tax information except in accordance 
with appUcable statutes and r^ulations. 

(6) Infiltration or undisdosed partidpation -within the United States in any 
organization for the purpose of reporting on or infiuendng its activities or members; 
except such iiofiltration or partidpation with respect to an organization composed 
primarily of non-Uodted States persons which is reason£d>ly beUeved to be acting on 
behalf of a fordgn power. 

(7) CoUection of infonnation, however acquired, concerning the dcxnestic activi­
ties of United States persons except: 

(i) Information concerning corporations or other commerdal organizations 
wliich constitutes foreign inteUigence or counterintelligence. 

(ii) Information concerning- present or forma- employees, present or fonner 
contractors or their present or former employees, or appUcants for any such employ­
ment or contractu^, necessary to protect foreign inteUigence or counterinteUigence 
sources OF .methods or national security information from unauthorized discdsure; and 
the identity -of persons in contact -with the -forgoing or with a non-United- States 
person -who is the subject of a fordgn intelligence or counterintelligence inquiry. 

(iii) Information concerning persons who are reasonably believed to be potential 
sources or contacts, but only for the purpose of determining tEe smtabifity or credibiHty 
of such perscins. 

(iv) Foreign intelligence or counterintelligence gathered abroad .or from dec­
tronic surveiUance conducted in cam|diance with Section 5(b) ( 2 ) ; or fore%n inteUi­
gence acquired from cooperating sources in the United States. 

(v) Iitfoimation about a United States person who is reasonably believed to be 
ax:ting on behalf of a foreign power or engaging in intematicmal terrorist or namotics 
activities. 
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(-vi) Information concerning persons or activities that pose a dear threat to 
fordgn' intelligence agency facilities or peisoimel, provided, that such information is 
retained only by the fordgn intelligence agency threatened and that proper coordina­
tion with the Federal Bureau of Investigation is accomplished. 

(c) Dissemination and Storage. Nothing in this section of this Order shall 
prohibit: 

(1) Lawful dissemination to the appropriate law enforcement agendes of ind-
dentafly gathered information indicating involvement in acti-vities which may be in 
violation of law. -

(2) Storage of information required by law to be retained. 
(3) Dissemination to foreign inteUigence agendes of information of the subject 

matter types listed in Section 5 (b) (7). 
(d) Restrictions on Experimentation. Fordgn intelligence agendes shaU not en­

gage in experimentation -with drugs on human subjects, except -with the informed 
consent, in writing and -witnessed by a disinterested third party, of each such human 
subject and in accordance -with the guidelines issued by the Natioiial Commission 
for the Protection of Human Subjects for Biomedical and Behavioral Research. 

(e) Assistance to Law Enforcement Authorities. 
(1) No foreign inteUigence agency .shall, except as expressly authorized by law 

(i) pro-vide service, equipment, personnel or faciUties to the Law Enforcement 
Assistance Administration or to State or local poUce organizations of the United 
States or (ii) partidpate in or fund any law enforcement activity -within the United 
Sutes. 

(2) These prohibitions shall not, hov*rever, predude: (i) cooperation between 
a fordgn intelligence agency and appropriate law enforcement agendes for the pur­
pose of protecting the personnd and facilities of the fordgn intelligence agency or 
preventing espion^;e or other criminal acti-vity related to f o r e ^ inteUigence cec coun­
terintelligence of-" (ii) provision of specialized equipment or technical knowledge for 
use by any other Federal department or agency. 

(f) Assignment of Personnel. An employee of a foreign intell^ence agency 
detailed elsewhere within the Federal Government shaU be responsible to the host 
agency and shaU not report to such employee's parent agency on the affairs of the host 
agency, except as may be directed by the latter. The head of the host agency, and any 
successor, shall be informed of the detailee's association with the parent agency. 

(g) Prohibition of Assassination. No employee of the United States Government 
shaU engage in, or conspire to ei^age in, political assassination. 

(h) Implementation. 
(1> This section of this Order shaU be effective tm March 1, 1976: Each depart­

ment and agency affected by this section of this Order shall prmnptTy issue'intemal 
directi'ves to implement this section -with re$p>ect to its foreign inteUigence and couater-
intdligence operations. 

X2) The Attorney General shall, within ninety days of the effective date of this 
section of this Order, issue guidelines relating to activities of the Federal Bureau 
of Investigation xa the areas of foreign inteUigence and counterintelligence. 

SEC. 6. Oversight of InteUigence Organieations. 
(a) There is herd>y established an Intelligence Oversight Board, hereinafter 

referred to as the Oversi^t Board. 
(1) The Oversight Boaid shaU have three members -who shaU be appointed by 

the President and who shaU Be from outside the Goyexnmeat and be qualified on the -
basis of ability, knowledge^ diversity of background and e^>erience. The members of 
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the Oversight Board may also serve on the President's Fordgn IntdUgence Ad'visory 
Board (Executive Order No. 11460. of March 20, 1969). No member of the Over­
sight Board shaU have any personal contractual relationship -with any agency or de­
partment of the InteUigence Commimity. 

(2) One member of the Oversight Board shall be designated by the President as 
iis Chairman. 

(3) The Oversight Board shaU: 
(i) Receive and consider reports by Inspectors General and General Counsels 

of the InteUigence Community concerning acti-vities that raise questions of legality 
or propriety. ^ 

(ii) Review periodically the practices and procedures of the Inspectors General 
and General Counsels of the Intelligence Community designed to disco'ver and report 
to the Oversight Board acti-vities that raise questions of legality or propriety. 

(iii) Review periodicaUy -with each member of the Intelligence Community their 
internal guiddines to ensure their adequacy. 

(iv) Report periodicaUy, at least quarteriy, to the Attorney General and the 
President on its findings. 

(v) Report in a timdy manner to the Attorney General and to the President 
any acti-vities that raise serious questions about legaUty. 

(-vi) Report in a timdy manner to the President any activities that raise serious 
questions about propriety. 

(b) Inspectors General and General Counsels within the Intelligence Com­
munity shall: 

(1) Transmit to the Oversight Board reports of any acti-vities that come to their 
attention that raise questions of legality or propriety. 

(2) Report periodicaUy, at least quarterly, to the Oversight Board on its findings 
concerning questionable acti-vities, if any. 

(3) Provide to the Oversight Board aU information requested about acti-vities 
-within their respective departments or <^endes. 

(4) Report to the Oversight Board any occasion on which they -were directed not 
to report any activity to the Oversight Board by thdr agency or department heads. 

(5). Formulate practices and procedures designed to discover and report to the 
Oversight Board acti-vities that raise questions of l^ality or propriety. 

(c) Heads of inteUigence agendes or departments shaU: 
(1) Report periodicaUy to the Oversight Board on any activities of their orga­

nizations that raise questions of l^ality or proprdty. 
(2) Instruct their employees to cooperate fuUy v»lth the -Oversight Board. 
(3) Ensiire that Inspectors General and General Counsels of their agencies 

have access to any information necessary to perform their duties assigned by paragraph 
(4) of this section. 

(d) The Attorney General shaU: 
(1) Recdve and consider reports from the O v e r s e t Board. 
(2) Report periodically, at least quarteriy, to the President -with respect to 

activities of the Intelligence Community, if any, -Mdiich raise questions of legality. 
(e) The Oversight Board shall recd-ve staff support. No. person who serves on 

the staff of the Oversight Board shall have any contractual or employment relation­
ship with any department or agency in the Intelligence Community. 

tf) The President's Foreign Intelligence Advisory Board established by Execu­
tive Order N a 11460 of Miarch 20,1969, remains m effect 
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Ssa 7. Secrecy Protection. 
(a) In order to improve the protection of souaxes and methods of intelUgence, 

aU members of the Executive branch and. its contractors given access to information 
containing sources or methods of intelligence shall, as a condition of obtaining access, 
sign an agreement that they wiH not disdose that infonnation to peisons not 
anthoTJzed to'recewe i t 

(b) In the event of any una-uthorced disdosure of information concaaiing 
sources or methods of intelligence, the namres of any persons found to have made 
unauthorized disdosure shaU be forwarded (1) ts ttje head of applicable depart^ 
ments or agendes for appropriate disdpliiiary action; fend (2) to the Attorney 
General for a;ppropriate legal action. 

(c)' In the event of any threatened unauthorized disdosure of infonnation con­
cerning sources or methods of intelligence by a person who has agreed not to make 
such disdosure, the details of the threatened disdosure shall be transmitted to the 
Attorney General for. appropriate legal action, induding the seeking of a judicial 
order to prevent such disdosure. 

(d) I n fiirther pursuit of the need to provide protection for other significant areas 
of intelligence,' the Director of Central Intdligence is authorized to promulgate rules 
and regulations to expand the scope of agreements secured from those persons who, as 
an aspect of their relationship with the United States Government have access to. 
classified intdUgence material 

SEC. 8. Enabling Data. 
(a) The Committee on Foreign InteUigence and the Director of Central InteUi­

gence shall pro-vide for detailed implementation of this Order by issuing appropriate 
directives. 

(b) AU existing National Security Coundl and Director of Central Ihtelligence 
directi'ves shaU be amended to be consisten-t -with this Order within ninety days of its 
effective date. 

(c) This Order shaU supersede the Presidential Memorandum of November 5, 
1971, on the "Organization and Management of the U.S. Foreign Intelligence 
Community." 

(d) Heads- of departments and agendes within the Intdligence Community 
shall issue supplementary directi'ves tg their organizations consistent with this Order 
within ninety days of its effective date. 

(e) This Order wiU be implemented within current manning authorizatians of 
the InteUigence Community. To this end, the Director of the Office of Management 
and Budget will facilitate the required realignment of penonnd positions. The Direc­
tor of the Office of Management and Budget will also assist in the aUocation of 
appropriate facilities 

GERALD R . FOKD 
T H E W H U E HOUSE, 

February 13, 1976. 

EnrroMAi. NOTE: The Presidcafs lemaiia at his news conference of Feb. 17, 1976, an-
nouacmg a reorganization of the inteUigence commuaitirr aro printed m the •Weeklv Compilation 
of Rresideatial Docnxnents (vol. 12, p . 227). 
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17. Jimmy Carter, Executive Order 12036, United States Intelligence 
Activities, 24 January 1978 

Executive Order 12036 January 24,1978 

.United States InteUigence Activities. 

By -virtue of the authority vested in me by the Constitution and statutes of the 
United States of America induding the National Security Act of 1947, as amended, 
and as President of the United States of America, in order to provide for the 
organization and control of United States foreign intelligence activities, it is hereby 
ordered as follows: 

112 

103 



17. (continued) 

Executivs Orders EO. 12036 

SecnoN I 

1-1 
1-2 
1-3 
1-4 
1-5 
1-6 
1-7 
1-8 
1-a 
IrlO 
1-11 
1-12 
1-lS 
1-14 
1-15 

SECTION 2 

2-1 
2-2 
2-201 
2-202 
2-203 
2-204 
2-205 
2-206 
2-207 
2-208 
2-3 
2-301 
2-302 
2-303 
2-304 
2-305 
2-306 
2-307 
2-308 
2-309 
2-310 

SECTION 3 

3-1 
3-2 
3-3 
3-4 

TABLE OF CONTENTS 

DixEcnoN, DUTIES AND RESPONSIBIUTIES Wmi RESPECT TO THE NA-noHAi. 

INTELUGENCE EFFOST 

National Security Coundl -.._ :. . . _ - — — . -
NSC Policy Review Committee 
NSC Special Coordination Committee 
National Foreign IntelUgence Board . 

•T?r -

Nationai InteUigence Taaldng Center 
The Direaor of Central InteUigence . 
Senior 0£5cials of the Intelligence Conununity.. 
The Central Intelligence Agency 
l i i e Department of State . 
Tbe Department of the -Treasiuy ....- _ . _ . .... 
The Department of Defense 
Intelligence Components Udlized by the Secretaiy of DeCmse . 
The Department of Energy.. 
The Federal Bureau of Investigation 
Th-* Drug Enforcement Administration.. 

R E S T S I C T I O N S O N INTELUGENCE AcnVTTIES 

Adherence to Law 
Restrictions on Certain CoUection Techniques-
Genei:al Provisions 
Electronic Surveillance 
Television Cameras and Other Monitoring _ -_ . . . ......._ 
Physical Searches 
Mail SurveiUance. 
Physical SurveUIance 
Undisclosed Partidpation in Domestic Organizations ... 
CoUection of Nonpublidy Available Information 
Additional Restricdons and Limitations 
Tax Information - . - ..._. 
Restrictions on Experimentadon ._„.„, 
Restrictions on Contracting 
Restrictioiis on Personnel Assigned to Other Agencies . 
Prohibidon on Assassinadon 
Restricdons on Spedal Activities .̂  -._ ._.. __ . 
Restricdons on Indirect Partidpadon in Prohibited Aciivides . 
Restricdons on Assistance to Law Enforcement Authorides . 
Permissible Assistance to Law Enforcement Authorities -_ 
Permissible Disseminadon and Storage of Informadon 

ICFRpagf] 
[IW] 
(114) 
[1J4) 
t " ^ 
[1161 
[1171 
[119] 
[120] 
[121] 
[121] 
[122] 
[123] 
[124] 
[125] 
[125] 

[125] 
[126] 
[1261 
[126] 
[126] 
[126] 
[127] 
fl27] 
[127] 
[128] 
[128] 
[128] 
[129] 
[129] 
[129] 
[129] 
[129] 
[129] 
[129] 
[129] 
[130] 

OvaiStCBT OF I N T E L U G E N C Z ORCANIZA-nONS 

InteUigence Oversight Board . 
Inspectors General and General Counsel.. 
Attorney General.. 
Congressional InteUigence Committees. 

[130] 
[131] 
[13U 
[132] 

SEcnoN4 

4-1 
4-2 

GENESAL PKOVISIONS 

Implemeniadon .. 
Definidons.... . 

[132] 
[133] 

113 

104 



17. (continued) 

E.a 12036 Titia 3—The Prasidenf 

SECTION 1 

DIRECTION, DtriXES AND RESPONSIBIUTIES Wrra RESPECT TO THE NATIONAL 

INTELUGENCE EFFORT* 

1-1. Natiotud Security (jnmciL 

1-101. Purpose. The National Security Council (NSQ -was established by the 
National Security Act of 1947 to ad-vise the President with respea to the integration 
of domestic, foreign, and miUtary policies relating to the national security. The NSC 
shaU act as the highest Executive Branch entity that provides review oi, g^dance 
for, and direction to the conduct of cdl national foreign intelligence and counterin­
telligence activities. 

1-102. Committees. The NSC Policy Review Committee and Special Coordina­
tion Committee, in accordance with procedures established by the Assistant to the 
President for National Security Afifeirs, shaU assist in carrying out the NSC's respon-
sibilides in the foreign intelligence fi^d. 

1-2. NSC PoUcy Review Gmmitiee. 
1-201. Membership. The NSC Policy Review Committee (PRC), when carrying 

out responsibilities assigned in this Order, shall be chaired by the Director of 
Central Intelligence and composed of the Vice President, the Secretary of State, the 
Secretary of the Treasury, the Secretary of Defense, the Assistant to the President 
for National Security Affiurs, and the Chairman of the Joint Chiefs of Staff, or their 
designees, and other senior of&cials, as appropriate. 

l-202i Dudes. The PRC shall: 

(a) Establish requirements and priorities for national foreign intelligence; 
(b) Review the National Foreign Intelligence Program and budget proposals 

and report to the President as to whether the resource allocations for intelligence 
capabilities are responsive to the intelligence requirements of the members of the 
NSC. '~ 

(c) Conduct periodic re-views of national foreign intelligence products, evaluate 
the quality of the intelligence product, develop policy guidance to ensure quality 
intelligence and to meet changing intelligence requirements; and 

(d) Submit an annual report on its acti-vides to the NSC. 

1-203. Appeals. Recommendations of the PRC on intelligence matters may be 
appealed to the President or the NSC by any member of PRC. 

1-3. NSC Special Coordination Committee. 

1-301. Membersh^. The NSC Special Coordination Committee (SCC) is chaired 
by the Assistant to the President for National Security Afi&irs and its membership 
includes the statutory members of the NSC and other senior ofiBcials, as 
appropriate. 

1-302. Special Activities. The SCC shall consider and submit to-the President a 
policy recommendation, including all dissents, on each special activity. When meet­
ing for this purpose, the members of the SCC shall include the Secretary of State, 
the Secretary -of Defense, the Attorney General, the Director of the Office of 

•Certain technical terms are defined in Section 4-2. 
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Management and Budget, the Assistant to the President for National Security Af­
fairs, the Chairman of the Joint Chiefs of Staff, and the Director, of Central 
InteUigence. 

1-303. Sensitive Foreign InteUigence CoUection Operations. Under standards estab­
lished by the President, proposals for sensitive foreign intelligence collection oper­
ations shall be reported to the Chainnan by the Director of Central InteUigence for 
appropriate review and approval. When meeting for the purpose of reviewing 
proposals for sensitive foreign inteUigence coUection operations, the members of the 
s e e shaU include the Secretary of State, the Secretary of Defense, the Attorney 
General, the Assistant to the President for National Security Afi&irs, the Director of 
Central Intelligence, and such other members designated by the Chairman to ensure 
proper consideration of these operations. 

1-304. Counterintelligence. The SCC shaU develop policy with respect to the 
conduct of counterintelligence activities. When meeting for this purpose the mem­
bers of the SCC shaU include the Secretary of State, (he Secretary of Defense, the 
Attorney General, the Director of the OfSce of Management and Budget, the 
Assistant to the President for National Security Affairs, the Chairman of the Joint 
Chiefs of Staff, the Director of Central InteUigence, and the Director of the FBI. 
The SCC's coimterintelligence fimctions shaU include: 

(a) Developing standards and doctrine for the counterintelligence acti-vities of 
the United States; 

(b) Resolving interagency differences concerning implementation of counterin­
telligence policy; 

(c) Developing and monitoring guidelines consistent -with this Order for the 
maintenance of central records of coimterintelligence information; 

(d) Submitting to the President an overaU annual assessment of the relative 
threat to United States interests finom intelligence and security services of foreign 
powers and fix>m international terrorist atnivides, induding an assessment of the 
effectiveness of the United States coimterintelligence acti-vities; and 

(e) Approving coimterinteUigence acti-vities which, under such standards as may 
be established by the President,, require SCC approval. 

1-305. Required Membership. The SCC sliaU discbarge tbe responsibilities as­
signed by sections 1-302 through 1-304 only after consideration in a meeting at 
which- aU designated members are present or, in unusual circumstances when any 
such member is tma-vailable, when a designated representative of the- member 
attends. 

1-306. Additional Duties. The SCC shaU also: 

(a) Conduct an annual review of ongoing special activities and sensitive national 
foreign intelligence coUection operations and report thereon to the NSG; and 

(b) Carry out such other coordination and review activities as the President may 
direct. 

1-307. Affpeals. Any member of the SCC may appeal any decision to the Presi­
dent or die NSC. 
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1-4. National Foreign Intelligence Board. 

1-401. EstabUshment and Dudes. There is established a National Foreign InteUi­
gence Board (NFIB) to advise the Director of Central Intelligence concerning: 

(a) Production, review, and coordination of national foreign inteUigence; 

(b) The National Foreign Intelligence Program budget; 

(c) Interagency exchanges of foreign inteIligenc6^information; 

(d) Arrangements with foreign governments on inteUigence matters; 

(e) The protection of inteUigence sources and methods; 

(f) Acti-vities of common concern; and 

(g) Other matters referred to it by the Director of Central Intelligence. 

1-402. Membership. The NFIB shaU be chaired by the Director of Central InteUi­
gence and shaU indude other appropriate officers of the CIA, the Office of the 
Director of Central Intelligence, the Department of State, the Department of De­
fense, the Department of Justice, the Department of the Treasury, the Department 
of Energy, the Defense InteUigence Agency, the. offices within the Department of 
Defense for recoimaissance programs, the National Security Agency and the FBI. A 
representative of the Assistant to the President for National Security Affiiirs may 
attend meetings of the NFIB as an observer. 

1-403. Restricted Membership and Observers. When the NFIB meets for the purpose 
of section 1-401 (a), it shaU be composed solely of the senior intelligence officers of 
the designated agendes. The senior inteUigence officers of the Army, Navy and Air 
Force may attend all meetings of the NFIB as observers. 

1-5. National Intelligence Tasking Center. 

1-501. EstabUshment. There is established a National InteUigence Tasking Center 
(NTTC) under the diretrtion, control and management of the Director of Central 
Intelligence for coordinating and tasking national foreign inteUigence coUection 
activities. The NTTC shaU be staffed jointly by dvilian and military persoimel 
induding designated representatives of the Ghie£s of each of the Department 
of Defense intelligence organizations engaged in national foreign intelligence 
activities. Other agendes within the Intelligence Community may also designate 
.representatives. 

1-502. ResponsUnUdes. The NTTC shaU be the central mechanism by which the 
Director of Central InteUigence: 

(a) Translates national foreign inteUigence requirements and priorities devel­
oped by the PRC into specific coUection objectives and targets for the InteUigence 
Conununity; 

(b) Assigns targets and objectives to national foreign intelligence coUection 
organizations and systems; 

(c) Ensures the timely disseriiinatibn and exploitation of data for national for­
eign intelligence purposes gathered by national foreign intelligence coUection 
means,-, and ensiu-es the resulting inteUigence flow is routed immediately to rdevant 
components and commands; 
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(d) Provides advisory tasking concerning coUection of national foreign intelli­
gence to departments and agendes having information coUection capabilities or 
inteUigence assets that are not a jiart of the National Foreign InteUigence Program. 
JParticular emphasis shaU be placed on increasing the contribution of departments or 
agendes to the coUection of infonnation through overt means. 

1-503. Resolution of Conflicts. The NTTC shaU'-have the authority to resolvfe 
conflicts of priority. Any PRC member may appeal such a resolution to the PRC; 
pending the PRC's dedsion, the tasking remains in effect. 

1-504. Transfer of Authority. AU responsibilities and authorities of the Director of 
Central IntelUgence concerning the NTTC shall be transferred to the Secretary of 
Defense upon the express direction of the President. To maintain readiness for such 
transfer, the Secretary of Defense shaU, -with ad-vance agreement of the Director of 
Central InteUigence, assiune temporarily. during regular practice exercises aU re­
sponsibilities and authorities of the Director of Central Intelligence concerning the 
NTTC. 

1-6. The Director of Central Intelligence. 

1-601. Duties. The Director of Central Intelligence shaU be responsible directly 
to the NSC andi in addition to the duties specified elsewhere in this Order, shaU: 

(a) Act as the primary adviser to the President and the NSC on national foreign 
inteUigence and provide the President and other officials in the Executive Branch 
with national foreign intelligence; 

(b) Be the head of the CIA and of such staff elements as may be required for 
discharge of the Director's InteUigence Commimity responsibilities; 

(c) Act, in appropriate consultation -with the departments and agendes, as the 
InteUigence Community's prindpal spokesperson to the Congress, the news media 
and the public, and &cilitate the use of national foreign intelligence products by the 
Congress in a secure manner, 

(d) Develop, consistent with the requirements and priorities established by the 
PRC, such objectives and g^dance for the InteUigence Community as wiU 
enhance capabilities for responding to expected future needs for national foreign 
intelUgence; 

(e) Promote the development and maintenance of services of common concern 
by designated foreign intelligence orgpmizations on behalf of the Intelligence 
Conununity; 

(f) Ensure implementation of spedal activities; 

(g) Formulate poUdes concerning intelligence arrangements with foreign gov-
ermnents, and' coordinate inteUigence relationships between agendes of the Intelli­
gence Community and the inteUigence or internal security services of foreign 
governments; 

(h) Conduct a.program to protect against overdassification of ftM'eig^ inteUi­
gence information; 

(i) Ensure the establishment by the InteUigence Commimity of common security 
and access standards for managing and handling foreign intelligence systems, infor­
mation and products; 
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(j) Partidpate in the development of procedures reqiured to be approved by the 
Attorney General governing the condua of inteUigence activities; 

(k) Establish uniform criteria for the detennination of relative priorities for the 
transmission of critical national foreign inteUigence, and advise the Secretary of 
Defense concerning the commimications requirements of the Intelligence Commu 
nity for the transmission of such inteUigence; 

(1) Provide appropriate inteUigence to departments and agenaes not within the 
Inielligence Community; and 

(m) Establish appropriate committees or other ad-visory groups to assist in the 
execution of the foregoing responsibilities.. 

1-602. Nadonal Foreign InteUigence Program Bucket The Director of Central InteU 
gence shaU, to the extent consistent .with appUcable law, have fuU and exdusiv 
authority for approval of the National Foreign InteUigence Piogram budget submii 
ted to die President. Pursuant to this authority: 

(a) The Director of Central InteUigence shaU pro-vide guidance for program ani 
budget development to program managers and heads of component activities and ti 
department and agency heads; 

(b) The heads of departments and agendes involved in the National Foreigi 
InteUigence Program shaU ensure timely development and submission to the Direc 
tor of Central InteUigence of proposed national programs and budgets in the formal 
designated by the Director of Central InteUigence, by the program managers anc 
heads of component activities, and shaU also ensure that the Director of Central 
Intelligence is provided, in a timely and responsive manner, aU information neces­
sary to perform the Director's program and budget responsibiUties; 

(c) The Director of Central Intelligence shaU review and evaluate the national 
program and budget submissions and, with the advice of the NFIB and the depart­
ments and agendes concerned, develop the consoUdated National Foreign InteUi­
gence Program budget and present it to the President through the Office of Man­
agement and Budget; 

(d) The Director of Central InteUigence shaU present and justify the National 
Foreign Intelligence Program budget to the Congress; 

(e) The heads of the departments and agendes shaU, in consultation with the 
Direaor of Central InteUigence, estabUsh rates of obUgation for appropriated fimds; 

(f) The Director of Central InteUigence shaU have fiiU and exdusive authority 
for reprogramming National Foreign Intelligence Program fimds, in accord with 
guidelines estabUshed by the Office of Management and Budget, but shaU do so 
only after consultation with the head of the department affetXed and appropriate 
consultation with the Congress; 

(g) The departments and agendes may appeal to the President dedsions by the 
Director of Central IntelUgence on budget or reprogramming matters of the Nation­
al Foreign InteUigence Program. 

(h) The Director of Central InteUigence shaU monitor National Foreign InteUi­
gence Program implementation and may condua program and performance audits 
and evaloations. 
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1-603. RespoTuibiUty for National Foreign Intelligence. The Direaor of Central 
Intelligence shall have fiiU responsibility for production and dissemination of nation­
al foreign inteUigence and have authority to levy analytic tasks on departmental 
inteUigence production organizations, in consultation with those organizations. In 
doing so,. the Director of Central InteUigence shall ensure that diverse points of 
view are considered fiiUy and that differences of juc^gment within the InteUigence 
Conununity are brought to the attention of national poUcymakers. 

l -6p4. Protection of Sottrces, Methods and Procedures. The Director of Central 
InteUigence shaU ensure that programs are developed which pro tea intelligence 
sources, methods and analytical procedures, provided that this responsibility shaU be 
limited within the United States to: 

(a) Using lawfiil means to p ro tea aganist disdosure by present or former 
employees of the CIA or the Office of the Director oif Central InteUigence, or by 
persons or organizations presendy or formerly under contraa with such entities; 
and 

(b) Providing policy, guidance and technical assistance to departments and 
agendes regrarding protection of inteUigence information,- induding information that 
may reveal intelligence sources and methods. 

1-605. Responsibility of Executive Branch Agencies. The heads of aU Exetnitive 
Branch departments and agendes shaU, in accordance with law and relevant Attor­
ney General procedures, give the Direaor of Central Intelligence access- to aU 
infonnation relevant to the national intelligence needs of the United States and shaU 
give due consideration to requests from the Direaor of Central InteUigence for 
appropriate support for CIA activities. 

1-606. Access to CIA InielSgence. The Direaor of Central. InteUigence, shaU, in 
accordance -with law and relevant Attorney General procedures, give the heads of 
the departments and agendes access to aU inteUigence, developed by the CIA or the 
staff elements of the office of the Direaor of Central Intelligence, relevant to the 
national intelligence needs of the departments and agendes. 

1-7. Seniar Cfffkials of the IntelSgemx (Community. T h e senior officials of each of the 
agendes within the Intelligence Commimity shall: 

1-701. Ensure that aU acti-vities of their agendes are carried out in accordance 
with appUcable law; 

1-702. Make use of the capabiUties of other agendes within the InteUigence 
Community in order to achieve effidency and mutual assistance; 

1-703. Contribute in t h ^ areas of responsibiUty to the national foreign intel­
Ugence products; 

1-704. Establish internal poUdes and guidelines governing employee condua 
and ensure that such are made known to each employee; 

I.-705. Pro-vide for strong, independent, internal means to identify, inspect, 
and report on unla-wfiil or improper activity; 

1-706. Report to the Attorney General evidence of possible violations of 
federal criminal law by an employee of their department o r agency, and report to 
the Attorney General evidence of possible violations by any other person of those 
federal criminal laws specified in guidelines adopted by the Attorney General; 
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1-707. In any caise involving serious or continuing breaches of security, recom­
mend to the Attorney General that the case be referred to the FBI for further 
investigation; 

1-708. Furnish the Direaor of Central InteUigence, the PRC and die SCC, in 
accordance with appUcable law and Attorney General procedures, the information 
required for the performance of their respective duhes; 

1-709. Report to the InteUigence Oversi^t Board, and keep the Direaor of 
Central InteUigence appropriatdy informed, concerning any inteUigence activities of 
their organizations which raise questions of legaUty or propriety; 

1-710, Protea inteUigence and inteUigence sources and methods consistent 
with giudance fi-om the Director of Central Intelligence and the NSC; 

1-71-1. Disseminate inteUigence t̂o cooperating foreign governments under ar­
rangements established or agreed to By the Direaor of Central InteUigence; 

1-712. Execute programs to protea against overdassification of foreign 
inteUigence; 

1-713. Instrua their employees to cooperate fiiUy with the InteUigence Over­
sight Board; and 

1-714. Ensure that the Inspeaors General and General Counsel of their agen­
des have access-to any'information necessary to perform their duties assigned by 
this Order. 

1-8. The Central IntelUgence Agency. AU duties and responsibiUties of the CIA shaU be 
related to the intelligence functions set out below. As authorized by tlie National 
Security Aa of 1947, as amended, the CIA Aa of 1949, as amended, and other 
laws, regulations and directives, the CIA, under the direction of the NSC, shaU: 

1-SOl. CoUea foreign inteUigence, induding information not otherwise obtain­
able, and develop, conduct, or provide support for technical and other programs 
which coUect national foreign inteUigence. The coUeOion of information withiii the 
United States shaU be coordinated -with the FBI as required by procedures agpreed 
upon by the Direaor of Central InteUigence and the Attorney General; 

i-802. Produce and disseminate foreign inteUigence relating to the national 
security, induding f o r e ^ poUtical, economic, sdentific, technical, mUitaiy, geo­
graphic and sodological' intelUgence to meet the needs of the President, the NSC, 
and other elements of the United States Government; 

1-803. CoUect, produce and disseminate inteUigence on foreign aspects of 
narcotics production and traffiddng; 

1-804. Condua counterinteUigence activities outside the United States and 
coordinate counterinteUigence activities conduaed outside the United States by 
other agendes within the InteUigence Community; 

1-805. Without assuming or performing any internal security fimctions, condua 
counterinteUigence activities within the United States, but only in coordination with 
the FBI and subjea to die approval of the Attorney General; 

1-806. Produce and disseminate counterinteUigence studies and reports; 
1-807. Coordinate the coQecdon outside the United States of intelligence infor­

mation not otherwise obtaiiiable; 
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1-808. Condua spedal activities approved by the President and carry out such 
activities consistent with appUcable law; 

1-809. Condua services of common concern for the IntelUgence Community, as--
direaed by the NSC; 

1-810. Carry out or contraa for research, develpment and procurement, of 
technical systems and devices relating to authorized fiuictions; 

I T ^ I I . Protect the security of its installations,.activities, information and per­
soimel by appropriate means, induding such investigations of appUcants, employees, 
contractors,, and ot^.er persons -with similar associations -with the CIA as are' 
necessary; 

1-812. Conduct such administrative and technical support acti-vities within and 
outside the United States as are necessary to perform the functions described in 
sections 1-801 through 1-811 above, induding procurement and essential cover and 
proprietary arrangements. 

1-813. Pro-vide legal and legislative services and other administrative support to 
the Office of the Direaor of Central InteUigence. 

1-9. The Department of State. The Seaetary of State shaU: 

1-901. Overdy coUea foreign poUtical, sodological, economic, sdentific, techni­
cal, poUtical-miUtary and associated biographic information; 

1-902. Produce and disseminate foreign inteUigence relating to United States 
foreign poUcy as required for the execution of the Secretary's responsibiUties; 

1—903. Disseminate, as appropriate, reports received firom United States diplo­
matic and consular posts abroad; 

1-904. Coordinate with the Direaor of Central InteUigence to ensure that 
national foreign .inteUigence acti-vities are usefiil to and consistent -with United States 
foreign policy; 

1-905. Transmit reporting requirements of the IntelUgence Community to the 
Chiefs of United States Missions abroad; and 

1-906. Siipport Chie& of Mission in discharging their statutory responsibiUties 
for direction and coordination of mission acti-vities. 

1-10. The'Department of the Treasury. The Secretary of the Treasury shaU: 

1-1001. Overdy coUea foreign financial and monetary information; 

1-1002. Partidpate with the Department of State in the overt coUection of 
general foreign economic informadon; 

1-1003. Produce and disseminate foreign inteUigence relating to United States 
economic poUcy as required for the execution of the Secretary's responsibiUties; and 

1-1004. Conduct, through the United States Secret Service, activities to deter-, 
mine the existence and capabiUty of surveillance equipment being used against the 
President of the United States, the Executive Office of the President, and, as 
authorized by the Secretary of the Treasury or the President, other Secret Service 
protectees and United States officials. No infonnation shall be acquired intentionally 
through such activities except to protea against such surveiUance, and those activi-
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ties shaU be conducted pursuant to procedures agreed upon by the Secretary of the 
Treasury and the Attorney General. 

1-11. The Department of Defense. The Secretary of Defense shaU: 

1-1101. CoUea national foreign inteUigence and be responsive to coUection 
tasking by die NITC; 

1-1102. CoUea, produce and disseminate fordigir miUtary and miUtary-related 
inteUigence information, induding sdentific, technical, poUtical, geographic and 
economic information as required for execution of the Secretary's responsibiUties; 

1-1103. Condua programs and missions necessary to fiilfiU national and tactical 
foreign intelUgence requirements; 

1-1104. Condua counterinteUigence activities in support of Department of 
Defense components outside the Uiuted States in coordination -with the CIA, and 
within the United States in coordination with the FBI pursuant to procedures agreed 
upon by the Secretary of Defense and the Attorney General, and produce and 
disseminate counterinteUigence studies and reports; 

1-1105. Direct, operate, control <uid provide fiscal management for the. National 
Security Agency and for defense and mUitary intelUgence and national reconnais­
sance entities; 

1-1106. Conduct, as the executive agent of the United States Government, 
signals intelUgence and communications security activities, except as otherwise di-
r e a e d b y d i e N S C ; 

1-1107. Provide for the timely transmission of critical inteUigence, as denned by 
the Direaor of Central InteUigence, within the United States Government; 

1-1108. Review budget data and information on D^>artment of Defense pro­
grams -within the National Foreign IntdUgence Program and review budgets submit­
ted by program managers to die Direaor of Central InteUigence to ensure the 
appropriate relationship of the National Foreign InteUigence Program elements to 
the other dements of the Defense program; 

1-1109. Monitor, evaluate and condua performance audits of Department of 
Defense inteUigence programs; 

1-1110. Carry out or contraa for research, devdopment and procurement of 
teduiical systems and devices relating to authorized intdUgence fimctioiis; 

1-1111. Together with the Direaor of Central IntdUgence, ensure that there is 
no unnecessary overlap between national fordgpi' inteUigence programs and Depart­
ment of Defense intelUgence programs and provide the Direaor of Central InteUi­
gence aU information necessary for this purpose; 

1-1112. Protect the security of Department of Defense installations, acti-vities, 
information and personnd by appropriate means induding such investigations of 
appUcants, employees, concraaors and other persons with similar associations with 
the Department of Defense as are necessary; and 

1-1113. Conduct sudi administrative and technical support activities within and 
outside the- United States as are necessary to perform the functions described in 
sections 1-1101 t h r o u ^ 1-1112 above. 
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1-12. Intelligence Con^onents UtiUzed by the Secretary of Defense. In carrying out the 
responsibiUties assigned in sections 1-1101 through 1-1113, the Secretary of De­
fense is authorized to utiUze tbe foUowing: 

1-1201. Defense Intelligence Agency, whose responsibiUties shaU indude: 

(a) Production or, through tasking and coordination, provision of miUtary and 
miUtary-related inteUigence for the Secretary of Defens'i^, the Joint Chie& of Staff, 
other Defense components, and,- as appropriate, non-Defense agendes; 

(b) Provision of miUtary inteUigence for national fordgn inteUigence products; 

(c) Coordination of aU Department of Defense intelUgence coUection require­
ments for departmental needs; 

(d) Management of the Defense Attache system; and 

(e) Provision of'foreign inteUigence and counterinteUigence staff suppon as 
direaed by the Joint Chiefs of Staff. 

1-1202. Nadonal Security Agency (NSA), whose responsibiUties shall indude: 

(a) EstabUshment and operation of an effective imified organization for signals 
intelUgence activities, except for the ddegation of operational control over certain 
operations that are conduaed through other elements of the InteUigence 
Community. 

No other department or agency may engage in signa's inteUigence activities except 
pursuant to a ddegation by the Secretary of Defense'; 

(b) Control of signals intelUgence coUection and processing acti-vities, mouding 
assignment of resources to an appropriate agent for such periods and tasks as 
required for the direct support of mUitary conunanders; 

(t) CoUection of signals inteUigence infonnation for national fordgn mteUi­
gence purposes in accordance -with tasking by the NTTC; 

(d) Processing of signals inteUigence data for national fordgn inteUigence pur­
poses consistent -with standards for timeliness established by the Direaor of-Central 
InteUigence 

(e) Dissemination of signals intelUgence information for national fordgn inteUi­
gence purposes to authorized dements of the Government, including the miUtary 
services, in accordance with guidance irom. the NTTC; 

(f) Collection, processing, and dissemination of s^;nals intelUgence information 
for counterinteUigence purposes;' 

(g) Provision of signals inteUigence support for the condua of miUtary oper­
ations in accordance with tasking, priorities and standards of timeUness assigned by 
the Secretary of Defense. If pro-vision of such support requires use of national 
coUection systems, these systems wiU be tasked -within existing guidance fix>m the 
Director of Central IntdUgence; 

(h) Executing the responsibiUties of the Secretary of Defense as executive agent 
for the communications security of the United States Government; 

(i) Condua of research and devdopment to meet neetls of the United States for 
signals intdUgence and communications security 
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(j) Protection of the security of its installations, -activities, information and 
persoimel by appropriate means inducting such investigations of appUcants, employ­
ees, contractors and other persons with similar associations with the NSA as are 
necessary; and 

(k) Prescribing, within its field of authorized operations, security regulations 
covering operating practices, induding the transmission, handling and distribution 
of signals inteUigence and communications security material within and among the 
dements under control of the Direaor of the NSA, and exercising the necessary 
supervisory control to ensure compliance -with the reg^ulations. 

1-1203. Offices for the coUection of spedaUzed inteUigence through reconnedssanu pro­
grams, whose responsibiUties shaU indude: 

(a) Carrying out consoUdated reconnaissance programs for specialized 
inteUigence; 

(b) Responding to tasking through the NTTC; and 

(c) Ddegcting authority to the various departments and agendes for research, 
development, procurement, and operation of designated means of coUection. 

1-1204. The foreign intelligence and counterinuUigence elements of the miUtary services, 
whose responsiuiUties shaU indude: 

(a) CoUection, production and dissemination of miUtary and miUtary-related 
foreign intelligence, induding information on indications and warnings, fordgn 
capabiUties, plans and weapons systeins, sdentific and technical developments and 
narcotics production and trafficking. 'When coUection is conduaed in response to 
national foreign inteUigence reqtiirements, it wiU be tasked by the NTTC. CoUection 
of national foreign intelUgence, not otherwise obtainable, outside the United States 
shaU be coordinated with the CIA, and such coUection within the United States shaU 
be coordinated with the FBI; 

(b) Condua of counterinteUigence activities outside the Ututed States in coordi­
nation with the CIA, and within the Uiuted States in coordination with the FBI, and 
production and dissemination of counterinteUigence stucUes or reports; and 

(c) Monitoring of the devdopment, procurement and management of tactical 
inteUigence systems and equipment and conducting related research, development, 
and test and evaluation activities. 

1-1205. Other offices within the Department of Defense ai^ropriate for condua of the 
inteUigence missions and responsibiUties assigned to the Secretary of Defense. If 
sudi other offices are used for inteUigence purposes, the provisions of Sections 
2-101 through 2-309 of this Order shatt apply to those offices when used for 
those purposes. 

1-13. The Department of Energy. The Secretary of Energy shall: 

1-1301. Participate with the Department of State in overtly coUecting poUtical, 
economic and tedinical informati<>n -with respea to fordgn energy matters; 

1-1302. Produce and disseminate foreign inteUigence necessary for the Secre­
tary's responsibUities; • 

1-1303. Partidpate in formulating inteUigence coUection and analysis require­
ments where the special expert capabiUty of the Department can contribute; and 
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1-1304. Provide e3q>ert tedinical, analytical and research capabiUty to other 
agendes within the InteUigence Community. 

1-14. The Federal'Bureau of Investigation. Under the supervision of the Attorney 
General andpurstiant to such reg^ulations as' the Attorney General may establish, the-
Direaor of the FBI shaU: 

1-1401. Within the United States condua coimterinteUigence and coordinate 
counterinteUigence acti-vities of other agendes -within the IntelUgence Community. 
When a counterinteUigence acti-vity of the FBI involves miUtary or dvilian personnel 
of the Department of Defense, the FBI shaU coordinate with the Department of 
Defense; 

1-1402, Conduct counterinteUigence activities outside the United States in co-. 
orcUnation with the CIA, subjea to^ the approval of the Director of Central 
InteUigence; 

1-1403. Conduct within the United States, when requested by officials of the 
InteUigence Community designated by the President, la-wflil activities undertaken to 
coUea fordgn inteUigence or support foreign inteUigence coUection requirements of 
other agendes within the InteUigence Community; 

1-1404. Produce and disseminate fordgn inteUigence, counterinteUigence and 
counterinteUigence smcUes and reports; and 

1-1405. Carry out. or contraa for research, devdopment and procnirement of 
technical systems and devices relating to the functions authorized above. 

1-15. The Drug Enforcement Adndmstradon. Under the supervision of the Attorney 
General and pursuant to such regulations as the Attorney General may estabUsh, the 
Administrator of DEA shaU: 

1-1501. CoUect, produce and-disseminate inteUigence on the foreign and do­
mestic aspects of narcotics production and trafficking in coortiination -with other 
agendes -with responsibiUties in these areas; 

1-1502. Partidpate with the Department of State in the overt coUection of 
general foreign poUtical,.economic and agricultural infonnation relating to narcotics 
production and trafficking; and 

1-1503. Coordinate with tbe Direaor of Central Intelligence to ensure that the 
foreign narcotics inteUigence activities of DEA are consistent with other fordgn 
inteUigence programs. 

SECTION 2 

RESTRICTIONS ON I N T E I X I G E N C E AcTlVlllES 

2-1 . Adherence to Law. 

2-101. Purpose. Information about the capabiUties, intentions and activities of 
foreign powers, organizations, or persons and their agents is essential 40 informed 
dedsion-making in the areas of national defense and foreigpi relations. The meas­
ures ' employed to acquire such infonnation should b e responsive to legitimate 
governmental needs and must be conducted in a manner that preserves and respects 
established concq)ts of privacy and dvil Uberties. 
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2-102. Principles of Interpretation. Sections 2-201 through 2-309 set forth Umita-
uons'which, in addition to other appUcable laws, are intended to achieve the proper 
balance between protection of indi-vidual rights and acquisition of essential informa­
tion. Those sections do not authorize any activity not authorized by sections 1-101 
through f-1503 and do not provide any exemption fi-om any other law. 

2-2. Restrictions on Certain Collection Techniques. 

2-201. General Provisions. 

(a) The activities described in Sections 2-202 dirough 2-208 shaU be under­
taken ordy as permitted by this Order and by procedures establuhed by the head of 
the agency concerned and approved by the Attorney General. Those procedures 
shaD p ro t ea constitutional rights and privacy, ensure that information is gathered by 
the least intrusive means possible, and limit use of such information to lawful 
governmental purposes. 

(b) Activities described in sections 2-202 through 2-205 for which a v^urant 
would be required if undertaken for law enforcetnent rather than intelUgence pur­
poses shaU not be undertaken against a United States person without a jucUcial 
•warrant, unless the President has authorized the type of activity involved and the 
Attorney General has both approved the particular activity and determined that 
diere is probable cause to beUeve that the United States person is an agent of a 
fordgn power. 

2-202. Electronic SurveiUance. The CIA may not engage in any dectronic surveil­
lance within die United States. No agency -within the InteUigence Community shaU 
engage in any electronic surveillance directed against a United States person abroad 
or designed to intercept a communication sent from, or intended for receipt within, 
the United States except as permitted by die procedures established pursuant to 
section 2-201. Training of persoimel by agendes in the InteUigence Community in 
the use of electronic communications equipment, testing by such agendes of such 
equipment, and the use of measures to determine the existence and capabiUty of 
electronic surveillance equipment being usecl unlawfiiUy shaU not be prohibited and 
shaU also be governed by such procedures. Such activities shaU be limited in scope 
and duration to those necessary to carry out the training testing or countermeasures 
purpose. No informadon derived firom communications intercepted in the course of 
such training, testing or use of countermeasures may be retained or used for any 
other purpose. 

2-203. Television Cameras and Other Monitorir^. No agency within the InteUigence 
Community shaU use any electi-onic or mechanical device surreptitiously and con­
tinuously to monitor any person within the Uiuted States, or any United States 
person abroad, except as permitted by the procedures estabUshed pursuant to 
Section 2-201. 

2-204. Physical Searches. No agency within the InteUigence Community except 
the FBI may condua any unconsented physical seardies within the United States. 
AU such searches conduaed by the FBI. as-weU as aU such searches conduaed by 
any agency within the IntdUgence Community outside the United States and direa­
ed against United States pe^bns , shaU be undertaken only as permitted by proce­
dures established pursuant to Section 2-201. 
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2-205. MaU Surveillemce. No agency -within the IntelUgence Community shaU 
open mail or examine envdopes in United States postal channels, except in accord­
ance with appUcable statutes and .regulations. No agency -within the InteUigence 
Commimity shaU open mail of a United States person' abroad except as permitted by 
procedures estabUshed pursuant to Section 2-201. 

2-206. Physical Surveillance. The FBI may conduct-physical surveillance direaed 
against United States persons, or others only in the course of a lawful investigation. 
Other agendes -within the InteUigence Community may not undertake any physical 
surveillance direaed against a United States person unless; 

(a) The surveiUance is conduaed outside the United States and the person 
being surveiUed is reasonably beUeved to be acting on behalf of a foreign power, 
engaging in international terrorist activities, or engaging in narcotics production or 
traffiekingr; 

(b) The surveUlance is conducted solely for the purpose of identifying a person 
who is' in contaa with someone who is the subject of a foreign intelligence' or 
counterinteUigence investigation; or 

(c) That person is being surveiUed for the purpose of protecting foreigpn inteUi­
gence and counterinteUigence sources and methods fi-om unauthorized disdosure or 
is the subject of a lawfiil counterintelUgence, personnd, physical or communications 
security investigation. 

(d) No surveillance under paragraph (c) of this sertion may be conduaed within 
the United States unless the person being surveiUed is a present employee, intelU­
gence agency contractor or employee of such a contractor, o r is a miUtary person 
employed by a non-intelUgence dement of a miUtaiy service. Outside the United 
States such surveillance may also be conducted against a former employee, intelU­
gence agancy contractor or employee of a contractor or a d-vilian person employed 
by a non-intelUgence dement of an agency within the InteUigence Community. A 
person who is in contaa -with sudi a present or former employee or contractor may 
also be surveiUed, but only to the extent necessary to identify that person. 

- ' • ' ' . 

2-207. Undisclosed Participation in Domestic Organizations. No employees may join, 
or otherwise partidpate in, any organization within the United States on behalf of 
any agency -within the InteUigence Community without disdosing their inteUigence 
affiliation to appropriate officials of the organization, except as permitted by proce­
dures established pursuant to Section 2-201. Such procedures shaU provide for 
disdosure of such afEUation in aU cases unless the agency head or a designee 
approved by the Attorney General finds that non-disdosure is essential to adiieving 
lawful purposes, and that finding is subjea to review by the Attorney General. 
Those procedures shaU further limit undisdosed partidpation to cases where: 

(a) Tlie partidpation is undertaken on bdialf of the FBI in the course of a 
iawfid investigation; 

(b) The organization concerned is composed primarily of individuals who are 
not United' States persons and is reasonably beUeved to be acting on, behalf of a 
foreign power; or 

(c) The partidpation is stricdy limited in its nature, scope and duration to that 
necessary for other la-wfiil purposes relating to fordgn inteUigence and is a type of 
partidpation' approved by the Attorney General and set forth in a pubUc document. 
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No such partidpation may be undertaken for the purpose of infiuendng the activity 
of the organization or its members. 

2-208. CoUection of NonpubUcly Available Information. No agency within the InteUi­
gence Community may coUect, cUsseminate or store infonnation concerning the 
activities of United States persons that is not available pubUdy, unless it does so 
-with their consent or as permitted by procedures established pursuant to Section 
2-201. Those .procedures shaU limit coUection, storage or dissemination to the 
foUowing types of information: 

(a) Information concerning corporations or other commercial org^anizations or 
activities that constitutes foreign inteUigence or counterinteUigence; 

(b) Information arising out of a lawful counterinteUigence or personnd, physi­
cal or commimications security investigation; 

(c) Information concerning, present or former employees, present. or former 
inteUigence agency cpntractors or their present or former employees, .or appUcants 
for any such employment or contracting, which is needed to protect foreign intelU­
gence or counterinteUigence sources or methods fi-om unauthorized disdosure; 

(d) Information needed solely to identify individuals in contact with those 
persons described in paragraph (c) of this section or with someone who is the 
subjea of a la-wfid foreign intelUgence or counterinteUigence investigation; 

(e) Information concerning persons who are reasonably believed to be potential 
sources or contacts, but only for the purpose of determining the suitabiUty or 
crecUbUity of such persons; 

(f) Infonnation constituting foreign inteUigence or counterinteUigence gathered 
abroad or firom electronic surveillance conduaed in compUance with Section 2-202 
or firom cooperating sources in the United States; 

(g) Information about a person who b reasonably believed to be acting on 
behalf of a foreign power, engaging in international terrorist activities or narcotics-
production or trafficking, or endangering the safety of a person protected by the 
United States Secret Service or the Department of State; 

(h) Information acquired by overhead reconnaissance not d i reaed at specific 
United States persons; 

(i) Information concerning United States persons abroad that is obtained in 
response to requests fi-om the Dep<utment of State for support of its consular 
responsibUities relating to the welfere of those persons; 

(j) Information collected, received, disseminated or stored by the FBI and 
necessary to fiilfiU its lawful investigative responsibiUties; o r 

(k) Information concerning persons or activities that pose a dear threat to any 
fecUity or personnel of an agency within the IntelUgence Community. Such informa­
tion may be retained only by the agency threatened and, if appropriate, by the 
United States Sed-et Service and the FBI. 

2-3. Additional Restrictions and limitations. 

2-301: Tax Informatioru No agency within the IntelUgence Community shaU 
examine tax returns or tax information except as permitted by appUcable law. 
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2-302. Restrictions on Experimentation. No agency within the InteUigence Com­
munity shaU sponsor, contraa for, or condua research on human subjects except in 
accordance with guidelines, issued by the Department of Health, Education, and 
Welfare. The subjea 's informed coiisent shaU be documented as requirecLby those 
guiddines. 

2-303. Restrictions on Contracting. No agency within the InteUigence Community 
shaU enter into a con t raa or arrangement for the pro-vision of goods or services 
with private companies or institutions in the United States unless the agency spon­
sorship is kno-wn to the appropriate officials of the company or institution. In the 
case of any company or institution other than - an academic institution, inteUigence 
agency sponsorship may be concealed where it is determined, pursuant to proce­
dures approved by the Attorney General, that such concealment is necessary to 
maintain essential cover or proprietary arrangements for authorized intelUgence 
purposes. 

2-304. Restrictions on Personnel Assigned to Other Agencies. An employee detailed to 
another agency within the federal government. shaU be responsible to the host 
agency and shaU not report to the parent agency on the afiairs of the host agency 
unless so directed by the host agency. The head of the host agency, and any 
successor, shaU be informed of the employee's relationship with the parent agency. 

2-305. Prohibition on Assassination No person employed by or acting on 
behalf of the Untied States Government shaU engage in, or conspire to engage in, 
assassination. 

2-306. Restrictions on Special Activities. No component of the United States Gov­
ernment except an agency within the InteUigence Community may conduct any 
special activity. No sudi agency except the CIA (or the miUtary services in wartime) 
may conduct any special activity unless the President determines, with the SCC's 
ad-vicef; that ahother agency is more likdy to achieve, a particular objective. 

2-307. Restrictions on Indirect Partidpation in Prohibited Activities. No agency of the 
InteUigence Community shaU request or otherwise encourage, directiy or indirecdy, 
any pereon, org[anization, or government agency to undertake activities forbidden by 
diis Order or by appUcable law. 

2-308. Restrictions on Assistance to Law Enforcement Authorities. Agendes within the 
InteUigence Community other than the FBI shaU not, except as expressly authorized 
by laiw: 

(a) Provide services, equipment, personnd or &dUties to the Law Enforcement 
Assistance Administradon (or its successor agendes) or to state or local poUce 
organizations of the United States; or 

(b) Partidpate in or fiand any law enforcement activity within the United States. 

2-309. Pemdssible Assistance to Law Eiforcement Authorities. The restrictions in 
Section 2-308 shaU not predude: -

(a) Cooperauon with appropriate law enforcement agenices for ' the purpose 
of protecting the personnd and &ciUties of any agency within the InteUigence 
Community; 

(b) Partidpation in law enforcement acti-vities, in accordance with law and this 
Order, to investigate or prevent clandestine inteUigence activities by fordgn powers, 
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international narcotics production and trafficking, or international terrorist activities; 
or 

(c) Provision of specialized equipment, technical knowledge, or assisunce of 
expen personnd for use by any department or agency or, when Uves are endan­
gered, to support local law enforcement agendes. Provision of assistance by expert 
personnd shaU be govaned by procedures approved by the Attorney General. 

2-310. Penmssible Dissemination and Storage of Itformatum. Nothing in Sections 
2-201 dirough 2-309 of diis Order shaU prohibit 

(a) Dbseminatipn to appropriate law enforcement agende-i of infonnation which 
indicates involvement in activities that may violate federal, state, local or foreign 
laws; 

(b) Storage of infonnation required by law to be retained; 

(c) Dbsemination of infonnation covered by Section 2-208- (a)-(j) to agendes 
within the InteUigence Community or entities of cooperating foreign governments; 
or 

(d) Lawful storage o r dissemination of information soldy for achninistrative 
purposes not related to inteUigence or security. 

SECTION 3 

OVERSIGHT OF INTELUGENCE ORGANIZATIONS 

3-1 . IntelUgence Oversight Board 

3-101. Membership. The President's InteUigence Oversight Board (lOB) shaU 
fimction within the White House. The lOB shaU have three members who shaU be 
appointed by the President and who shaU be fi-om outside the government and be 
qualified on the basis of abiUty, knowledge, diversity of bac l^ound and e3q>erience. 
No member shaU have any personal interest in any contractual relationship with any 
agency within the InteUigence Community. One member shaU be designated by the 
President as ciiainnan. 

3-102. Duties. The lOB shaU: 

.(a) Review periodicaUy the practices and procedures of the Inspeaors General 
and General Counsd with responsibiUties for agendes within the InteUigence Com­
munity for discovering and reporting to the lOB inteUigence activities that raise 
questions of legaUty or propriety, and consider wrinen and oral reports referred 
under Section 3-201; 

(b) Review periodicaUy for adequacy the internal guidelines of each agency 
within the InteUigence Community concerning the legaUty or propriety of inteUi­
gence activities; 

(c) Report periodicaUy, at least quarteriy, to the President on its findings; and 
report in a timdy manner to die President any inteUigence activities that raise 
serious questions of legaUty or propriety; 

(d) Forward to the Attorney General, in a timdy manner, reports received 
concerning inteUigence activities in wduch a question of legaUty has been raised or 
which the lOB beUeves to involve questions of legaUty; and 
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(e) Conduct-such investigations of the inteUigence activities of agendes -within 
the InteUigence Commimity as the Board deems necessary to carry out its fimcdons 
under this Order. 

3-103. Restriction on Staff. No person who serves on the staff of the lOB shaU 
have any contractual or employment relationship with any agency -within the Intelli­
gence Community. 

3-2. Inductors General and General Counsel Inspectors General and General Counsel 
-with responsibiUty for agendes -within the IntelUgence Community shaU: 

3-201. Transmit timdy reports to the lOB concerning any inteUigence acti-vities 
that come to their attention and that raise questions of legaUty or propriety;. 

3-202. Promptiy repon to the lOB actions taken cpnceming the Board's find­
ings on inteUigence activities that raise questions of legality or propriety; 

3-203. Pro-vide to the lOB information requested concerning the legality or 
propriety of inteUieence acti-vities -within their respective agendes; 

3-204. Formulate practices and procedures for discovering and reporting to the 
lOB inteUigence acti'vities that raise questions of leĝ aUty or propriety; and 

3-205. Report to the lOB any occasion on which the Inspectors General or 
General Counsel were direaed not to report any inteUigence acti-vity to the lOB 
which they beUeved raised questions of legaUty or propriety. 

3-3. Attorney General The Attorney General shaU: 

3-301. Receive and consider reports from agendes within the InteUigence 
Community forwarded by the lOB; 

3-302. Report to the President.in a timdy &shion any inteUigence activities 
which raise questions of legaUt}^ 

3-303. Report to the lOB and to the President in a timdy &shion decisions 
made or actions taken in response to reports firom agendes within the InteUigence 
Community forwarded to the. Attorney General by the lOB; 

3-304. Inform the lOB of legal opinions affecting the operations of the InteUi­
gence Communit)^ and 

3-305. Establish or approve procedures, as required by this Order, for the 
condua of inteUigence activities. Such procedures shaU ensure compliance with law, 
protea constitutional rights and privacy, and ensure that any inteUigence activity 
within the United States or direaed against any United States person is coiiduaed 
by the least intrusive means possible. The procedures shaU also ensure than any use, 
dissemination and storage of information about United States persons acquired 
through inteUigence activities is limited to that necessary to achieve lav^iil govern­
mental purposesi 
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3—4. Congressional InteUigence Committees. Under such procedures as the President may 
establish and consistent with appUcable authorities and duties, induding those con­
ferred by the Constitution upon the Executive and Legislative Branches and by law 
to protect sources and riiethods, the Direaor of Central InteUigence and heads of 
departments and agendes of the United States involved in inteUigence activities 
shaU: 

3-401. Keep the Permanent Selea Committee on InteUigence of the House of 
Representatives and the S d e a Committee on InteUigence of the Senate fiiUy and 
currendy informed concerning inteUigence activities, induding any significant antid-
pated activities which are the responsibiUty of, or engaged in, hy sucii department or 
agency. This requirement does not consjtitute a condition precedent to the imple­
mentation of sucii intelUgence activities; 

3-402. Pro-vide any information «ir document in the possession, custody, or 
control of the department or- agency or person paid by such department or agency, 
within the jurisdiction of the Permanent Selea Committee on InteUigence of the 
House of Representatives or the Sdect Committee on InteUigence of the Senate, 
upon the request of such committee; and 

3-403. Report in a timely fashion to the Permanent S d e a Committee on. 
InteUigence of the House of Representatives and the Selea Committee on IntelU­
gence of the Senate infonnation relating to inteUigence activities that are iUegal or 
improper and corrective actions that are taken or planned. 

SECTION 4 

GENERAL PROvisroNS 

4-1 . Implementation. 

4 -101 . Except as provided in section 4-105 of this section, this Order shaU 
supersede Executive Order 11905, "United States Fordgn InteUigence Activities," 
dated February 18, 1976; Executive Order 11985, same subjea, dated May 13, 
1977, and Executive Order 11994, same subject, dated June 1, 1977. 

4-102. The NSC, the Secretary of Defense, the Attorney General and the 
Direaor of Central InteUigence shaU issue such appropriate directives and proce­
dures as are necessary to implement this Order. 

4-103. Heads of agendes within the IntelUgence Commimity shaU issue appro­
priate supplementary directives and procedures consbtent -with this Order. 

4-104. The Attorney General shaU have sole authority to issue and revise 
procediires required by section 2-201 for the activities of the FBI relating to fordgn 
inteUigence and coimterinteUigence. 

4-105. 'Where inteUigence activities under this Order are to be. conduaed 
pursuant to procedures approved or agreed to by the Attorney General, those 
activities may be conduaed under terms and conditions of Executive Order 11905 
and any procedures p r o m u ^ t e d thereunder until such Attorney General proce­
dures are established. Such Attorney General procedures shaU be established as 
expeditiously as possible after the issuance of this Order. 
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4-106. In some instances, the documents that implement this Order wiU be 
classified because of the sensitivity of the information and its relation to national 
security. AU instructions contained in classified documents wiU I>e consistent with 
this Order. AU procedures promulg^ated pursuant to this Order wiU be made availa­
ble to tbe Congressioiial inteUigence committees in accordance -with Section 3-402.' 

4-107 Unless otherwise specified, the provisions Ujf this Order shaU apply to 
activities both -tvithih and outside the United States, and aU references to-law are to 
appUcable laws of the United States, induding. the Constitution and this Order. 
Nothing in this Order shaU be construed to .apply to or interfere with any authorized 
dvil or criminal law enforcement responsibiUty of any department or agency. 

4-2. Definitions. For the purposes of this Order, the foUo-wing terms shaU have these 
meanings: 

4-201. COmmunicatioru security means protective measures taken to deny unau­
thorized persons information derived from tdecommimications of the United States 
Government i elated to national seairity and to ensure the authentidty of such 
tdecommimications. 

4-202. CounterintelSgerux means information gathered and acti-vities conduaed to 
protect against espionage and other clandestine intelUgence activities, sabotage, 
international terrorist acti-vities or assassinations conduaed for or on behalf of 
fordgn powers, organizations or persons, but not induding personnd, physical, 
document, or communications security programs. 

4-203. Electronic SurveiUance means acquisition of a nonpubUc communication by 
dectronic means without the consent of a p>erson who. is a party to an electronic 
communication or, in the case of a nonelectronic communication, without the con­
sent of a person who is -visibly present at the place of communication, but not 
induding the use of radio direction finding equipment soldy to determine the 
location of a transmitter. 

4-204 Employee means a person employed by, assigned to, or acting for an 
agency within the InteUigence Community 

4-205. Foreign InteUigence means information relating to the capabiUties, inten­
tions and activities of fordgn powers organizations or persons, but not induding 
coimterinteUigence except for information on international terrorist activities.-' 

4-206. InteUigence means fordgn intelUgence and.counterinteUigence. 

-4-207 InteUigmce Cqimmfnty and ageruy or agencies within the InteUigence Commwniiy 
refer to the foUowing organizations: 

(a) The Central InteUigence Agency (CIA); 

(b) The National Security Agency (NSA); 

(c) The Defense IntdUgence Agency; 

(d) The Offices within the Department of Defense for the coUection of special­
ized national foreign inteUigence through reconnaissance programs; 

(e) The Bureau of. InteUigence and Research of the Department of State; 

(f) The inteUigence elements of die miUtary services, the Federal Bureau of 
Investigation (FBI), the Department of the Treasury, the D^artment of. Energy, and 
the Drug Enforcement- Administration (DEA); and 
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(g) The staff dements of the Office of the Direaor of Central InteUigence. 

4-208. IntelUgence product means the estimates, memoranda and other reports 
produced firom the analysis of a-vailable information. 

4-209. Intetnatiorud terrorist activities means any activity or activities which: 

(a) involves killing, causing serious bodUy harm, ^kidnapping, or -violent destruc­
tion of property, or an attempt or crecUble threat to commit such acts; and 

(b) appears intended to endanger a proteaee of the Secret Service or the 
Department of State or 'to fiirther poUtical, social or economic goals by intimidating 
or coerdng a d-vilian population or any segment thereof, influencing the poUcy of a 
government o r international organization by intimidation or coerdon, or obtaining 
widespread pubUdty for a group orats cause; and 

(c) transcends national boundaries in terms of the means by which it is accom­
plished, the d-vilian papulation, government, or international org^anization it appears 
intended to coerce or-intimidate, or-the locale in -which its perpetrators operate or 
seek asylum. 

4-210. The Natiortal Foreign InteUigence Program indudes the programs Usted 
below, but its composition shaU be .subjea to re-view by the National Security 
Coundl arid modification by the President. 

(a) The programs of the CIA; 

(b) The ConsoUdated Cryptologic Program, the General Defense InteUigence 
Progiam, and the programs of the offices within the Department of Defense for the 
coUection of specialized national foreign inteUigence through reconnaissance except 
such elements as the Direaor of Central IntelUgence and the Secretary of Defense 
agree should be exduded; 

(c) Other progtrams of agendes -within the InteUigence Community designated 
joindy by the Direaor of Central InteUigence and the head of the department or by 
the President as national foreign inteUigence or counterinteUigence acti-vities; 

(d) Acti-vities of the staff elements of the Office of the Direaor of Central 
InteUigence; 

(e) Acti-vities to acquire the inteUigence required for the planning and condua 
of tactical operations by the United States miUtaiy forces are not induded in the 
National Foreign InteiKgence Program. 

4-211. Physical surveillance means an unconsented, systematic and deliberate 
observation of a person by any means on a continuing basis, or unconsented 
acquisition of a nonpubUc communication by a person not a party thereto or visibly 
present thereat through any means not invoMng dectronic surveiUance. This defini­
tion does not indude overhead reconnaissance not direaed at specific United States 
persons. 

4-212. Special activities means acti-vities conduaed abroad in support 40f national 
fordgn poUcy objectives which are designed to fiirther official United States pro­
grams and poUdes abroad and which are planned and executed so that the role of 
the United States 'Government is not apparent or acknowledged pubUdy, and fimc­
tions in support of such activities, but not induding diplomatic activity or the 
coUection and production of intelUgence or related support Hmctions. 
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4-213. United Slates, when used to describe a place, includes the territories of 
the United States. 

4-214. Uttiied States person means'a dtizen of the United States, an aUen lawfiiUy 
admitted for permanent residence, ah unincorpoiated association organized in the 
United States or substantiaUy composed of United States dtizens or aUens admitted 
for permanent residence, or a corporation incorporated in the United States. 

JIMMY CARTER 

THE WHTITE HOUSE, 

January 24. 1978. 

EDITDIUAI. NOTE: The Presidenc's statement and remarics of Jan. 24. 1978, on signing Executive Orcler 
12036, are piiiuet! in the Weekly Compilation of Presidential Documents (voL 14. p. 194). 
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