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Timely and accurate information about the activities, capabiUties, plans, 
and inteations of foreign powers, ocganizatioiis, and persons and &eir 
-agents, is essential to the national security of the Uiuted States. All rea'son-
able and lawfal means must be used to ensure that the Uiuted States win 
receive the best intelligence available. For that purpose, by virtue of the au­
thority vested in me by the Constitution and statutes of the United States of 
America, including the National Security Act of 1947, as amended, and as 
President of the United-States of America, in order to iHX)vlde for the eSec-
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tive conduct of United States iateUigence activities and the protection of 
constitutional rights, it is hereby ordered as follows: 

Part i 

Goals,. Direction, Duties and Responsibilities With Respect to the National 
Intelligence Effort 

1.1 Goals. The United States intelligence effort sh'ikll provide -the President 
and the National Security Council with the necessary information on which 
to base decisions concerning the condiict and development of foreign, de­
fense and economic policy, and the protection of United States national in­
terests from foreign security threats. All departments and agencies shall co­
operate ftdly to fulfill this goal 

[a] Maximum emphasis should be given to fostering analytical competition 
among appropriate elements of the InteUigence Community. 

[b} All means, consistent -with applicable United States law and this Order, 
and -with full consideration of the rights of United States persons, shall be 
used to develop intelligence infonnation for the President and the National 
Security Coundl. A balanced approach between technical coUection efforts 
and -Other means should be maintained and encouraged. 

(c) Special emphasis -should be given to detecting and countering espionage 
and other threats and activities directed by foreign intelligence services 
against the United States Government or United States corporations, estab­
lishments, or persons. 

(d):To the greatest extent possible consistent -with applicable United States 
law and this Order, and -with fuU consideration of the rights of United 
States persons, aU agencies and departments should seek to ensure fuU and 
&ee exchange of infoijnation in order to derive maximum benefit from the 
United States intelligence effort 

1.2 The National Security Council. 

(a) Purpose. The National Security Council (NSQ was established by the 
National Security Act of 1947 to advise the President with respect to the 
integration of domestic, foreign and military policies relating to the national 
security. The NSC shaU act as the highest Executive Branch entity that pro­
vides re-view of, guidance for and dhrection to the conduct of all national 
foreign intelligence, counterintelligence, and special activities, and attend­
ant poUcies and programs. 
(b) Committees. The NSC shaU estabUsh such conmiittees as may be neces­
sary to cany out its fonctions and responsibiUties under this Order. The 
NSC, or a committee estabUshed by it shaU consider and submit to the 
President a poUcy reconunendation, including all dissents, on each special 
acti-vity emd shall re-view proposals for other sensitive intelligence operations. 

1.3 National Foreign Intelligence Advisory Groups. 

(a) Establishment and Duties. The Director of Central IntelUgence shalj es­
tabUsh such boards, councils, or groups as required for the purpose of ob­
taining advice from within the Intelligence Community concerning: 

(1) Production review and coordination of national foreign intelUgence; 
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[2)-Priorities for the National Foreign.IntelUgence Program budget 

(3) Interagency exchanges of foreign inteUigence informatioi^ 

(4) Arrangements -with foreign govenunents on intelligence matters;-

(5) Protection of intelUgence sources and methods; 

(6) Acti-vities of common concern; and 

(7) Such other matters as may be referred by the Director of Central 
InteUigence. 

(b) Membership. Advisory groups estabUshed pursuant to this section shaU 
be chaired by the Director of Central IntelUgence or his designated repre­
sentative and shaU consist of senior representatives firom organizations 
within the IntelUgence Coimnunity and from departments or agencies con­
taining-such organizations, as designated by the Director of Central IntelU­
gence. Groups for consideration of-substantive intelUgence matters -wiQ in­
clude representatives of organizations involved in the .coUection,- processing 
and analysis of intelUgence. A senior representative of the Secretary of 
Commerce, the Attorney General, the Assistant to the President for Nation­
al Security Affairs, and the Office of the Secretary of Defense shaU be in­
vited to participate in any group which deals with other i a n substantive 
inteUigence matters. 

1.4 The Intelligence Community. The agencies -within the Intelligence 
Community shaQ, in accordance with appUcable Uiuted States law and 
-with the other pro-visions of this Order, conduct intelUgence acti-vities nec­
essary for the conduct of foreign relations and tibe protection of the national 
security of the United States, including: 

(a) CoUection of infonnation needed by the President the National Security 
Council, the Secretaries of State and Defense, and other Executive Branch 
officials for the performance of their duties and responsibiUties; 

(b} Production and dissemination of intelUgence; 

(c) CoUection of infonnation concerning, and the conduct of activities to 
protect against, intelUgence activities directed against the United States, in­
ternational terrorist and international narcotics activities, and other hostile 
activities directed against the Uiuted States by foreign powers, organiza­
tions, persons, and their agents; 

(d) Special activities; 

(e) Administrative and support acti-vities within the Umted States and 
abroad necessary for the p^iormance of authorized activities; and 

(f) Such other inteUigence activities as the President may direct fixim time 
to time. • 

1.5 Director of Central InteUigence. In order to discharge the duties and 
responsibiUties prescribed by law, the Director of Central Intelligence ^ a l l 
be responsible tUreotly to the President and the NSC and shall: 

(a) Act as the.primary adviser to -the President and the NSC on national 
foreign intelligence and provide the President and other officials in die Ex­
ecutive Branch with national foreign intelligence; 
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(b) Develop such objectives and guidance for the InteUigence Community as 
-wiU- enhance capabiUties for responding to expected fiiture needs for na­
tional foreign intelUgence; 

[c] Promote the development and maintenance of services of common con­
cern by designated intelUgence organizations on behalf of the IntelUgence 
Conununity; 

(d} Ensure implementation of special activities; 

(e) Formulate poUcies concerning foreign intelUgence and counterinteUi­
gence anangements -with foreign govenunents, coordinate foreign inteUi­
gence and counterinteUigence r^ationships between agencies of die InteUi­
gence Community and the intelUgence or internal security services of for­
eign governments, and establish procedures governing the conduct of Uai-
son by any department or agency with such services on narcotics acti-vities; 

(f) Participate in the development of procedures approved by the Attorney 
General governing criminal narcotics inteUigence acti-vities abroad to 
ensure that these acti-vities are consistent with foreign inteUigence 

MyEnsure the estabUshment by the IntelUgence Commimity of common se-
ctmty and access standards for managing and hcmdling foreign intelUgence 
systems, information, £md products; 

ifh) Ensure that programs are developed which protect inteUigence sources, 
memods, and analytical procedures; 

(i) EstabUsh uniform criteria for the determination of relative priorities for 
the transmission of critical national foreign intelligence, and advise the Sec­
retary of Defense concerning the communications requirements of the Intel­
ligence Commumty for the transmission of such intelUgence; 

(]} EstabUsh appropriate staffs, committees, or other ad-visory groups to 
assist in the executicm of the Director's responsibiUties; 

(k} Have fuU responsibility for production and dissemination of national 
foreign intelligence, and authority to le-vy analytic tasks on departmental in­
telUgence production organizations, in consultation with those organiza­
tions, ensuring that appropriate mechanisms for competitive analysis are 
developed so that diverse points of view are considered fuUy and differ­
ences of judgment within the IntelUgence Conununity are brought to the at­
tention of national poUcymakers; 

(I] Ensure the timely exploitation and dissemination of data gathered by na­
tional foreign intelligence coUection means, and ensure that the resulting in­
telUgence is disseminated immediately to appropriate govermnent entities 
and miUtary commands: 

(m] EstabUsh mechanisms which translate national Jforeign intelligence ob­
jectives and priorities approved by the NSC into specific guidance for the 
InteUigence Community, resolve conflicts in tasking priority, provide to. de­
partments and agendes having infonnation coUection capabilities that are 
not part of the National Foreign IntelUgence Program advisory tasking con-
cenung coUection of national foreign intelligence, and provide for the devel­
opment of plans and arrangements for tratisfer of required coUection task­
ing authority to the Secretary of Defense when directed by the President 

203 

130 



18. (continued) 

E.O. 12333 Title 3—The President 

[n] Develop, with the ad-vice of the program managers and departments ano 
agendes concerned, the consolidated National Foreign InteUigence Program 
budget and present it to the President and the Congress; 

(o) Review and approve aU requests for reprogramming National Foreign In­
telUgence Program funds, in accordance with guidelines established by the 
Office of Management and Budget 

(P3 Monitor National Foreign Intelligence Progî am implementation, and, as 
necessary, conduct program and performance audits and evaluations; 

(q3 Together with the Secretary of Defense, ensure that there is no unneces­
sary overlap between national foreign inteUigence programs and Depart­
ment, cf Defense inteUigence programs consistent with the requirement to 
develop competitive analysis, and provide to and obtain from the Secretary 
of Defense aU information necessary for this purpose; 

(r).In accordance with law and relevant procedures approved by the Attor­
ney General under this Order, give the heads of the departments and agen­
des access to aU intelligence, developed by the CIA or the staff elements of 
the Director of Central InteUigence, relevant to the national inteUigence 
needs of the departments and agendes; and 

(s} FaciUtate the use of national foreign intelUgence products by Congress 
in a secure manner. 

1.6 Duties and Responsibilities of the Heads of Executive Branch Depart­
ments and Agencies. 

(a] The heads of aU Executive .Branch departments and agendes shaU, in 
accordance -with law and relevant procedures approved by the Attorney 
General under this Order, give the Director of Central InteUigence access to 
aU information relevant to the national intelUgence needs of the United 
States, and shaU give due consideration to the requests fi:om the Director of 
Central InteUigence for appropriate support for InteUigence Community 
acti-vities. 

(b) The -heads of departments and agendes involved in the National Foreign 
Intelligence Program shaU .ensure timely development and submission to the 
Director of Central InteUigence by the program managers and heads of 
component activities of proposed national programs and budgets in the 
format designated by the Director of Central latelUgence, and shaU also 
ensure that the Director of Central IntelUgence is provided, in a timely and 
responsive maimer, aU information necessary to perform the Director's pro­
gram and budget responsibiUties. 

{c] The heads of departments and agendes involved in the National Foreign 
IntelUgence Program may appeal to the President decisions by the Director 
of Central IntelUgence on budget or reprogramming matters of the National 
Foreign IntelUgence Program. 

1.7 Senior Officials of the intelligence.Community The heads of d^art-
ments and agendea with arganizations-in &edbteUigence (Somnumity or the 
heads of such organizations, as Expropriate, shall: 

(a) Report- to the Attorney General possible -violations .of federal criminal 
laws by ^enqiloyees and of specified federal criminal laws by any^ther 
personras-^icovided in-pracedures agreed upon .by the Attorney General and 
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the head of the department or agency concerned, in a manner consistent 
-with the protection of inteUigence sources and methods, as specified in 
those procedures;. 

(b) In any case involving serious or continuing breaches of security, recom­
mend to the Attorney General that the case be referred to the FBI for fur­
ther investigation; 

(c) Furnish the Director of Central IntelUgence and the NSC, in accordance 
with appUcable law and procedures approved by the Attorney General 
imder this Order, the information required for the performance of their re­
spective duties; 

(d) Report to the InteUigence Oversight Board, and keep the Director of 
Central InteUigence appropriately informed, concerning any intelligence ac­
tivities of their organizations that they have reason to believe may be un-
la-wful or contrary to Executive order or Presidential directive; 

(e} Protect inteUigence and inteUigence sources and methods from unaudior-
ized disclosure consistent with guidance from the Director of Central 
InteUigence; 

(f) Disseminate inteUigence to cooperating foreign governments under ar­
rangements established or agreed to by the Director of Central InteUigence; 

(g) Partidpate in the development of procedures approved by the Attorney 
General governing production and dissemination of intelUgence resulting 
from criminal narcotics inteUigence activities abroad if their departments, 
agencies, or orgamzations have inteUigence responsibilities for foreign or 
domestic narcotics production and trafficking; 

[h) Instruct their employees to cooperate fuUy with the IntelUgence Over­
sight Board; and 

[i] Ensure that the Inspectors General and General Counsels for their orga­
nizations have access to any information necessary to perform their duties 
assigned by this Order. 

1.8 Tbe Central Intelligence Agency. All duties and responsibiUties of the 
CIA shall be related to the intelligence functions set out below. As author­
ized by this Order; the National Security Act of 1947, as amended; the CIA 
Act of 1949, as amended; appropriate directives or other appUcable law, the 
CLAshaU: 

(a] CoUect produce and disseminate foreign inteUigence and counterintelU­
gence, induding information not otherwise obtainable. The coUection of for­
eign inteUigence or counterintelUgence within the United States shaU be co­
ordinated with the FBI as required by procedures agreed upon by the Direc­
tor of Central IntelUgence and the Attorney General; 

(b] CoUect produce and disseminate inteUigence on foreign aspects of nar­
cotics production and trafficking; 

(c] -Conduct counterinteUigence acti-vities outside the United States and, 
without assuming or performing any internal security functions, conduct 
counterintelligence activities within the United States in coordination with 
the FBI as required by procedures agreed upon by the Director of Central 
InteUigence and the Attorney General; 
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(d) Coordinate counterintelligence activities and the collection of informa­
tion not otherwise obtainable when conducted outside the United States by 
other departments and agencies; 

(e) Conduct special acti-vities approved by the President. No agency except 
the CIA (or the Armed Forces of the United States in time of-war dedared 
by Congress or during any period covered by a report from the President to 
the Congress under the War Powers Resolution (87 Stat 855))* may conduct 
any spedal actiidty unless the President determines that another agency is-
more likely to achieve a particular objective; 

(f) Conduct services of common concern for the Intelligence Community as 
directed by the NSC; 

fg) -Carry out or .contract for research, development and procurement of 
technical systems and devices relating to authorized functions; 

(h) Protect the security of its installations, -acti-vities, information, property, 
and employees by appropriate means, induding such investigations of ap­
pUcants, employees, confractors, and other persons -with sinular assod-
ations with the CIA as are necessary; and 

(i) Conduct such administrative and technical support acti-vities within and 
outside the United States as are necessary to perform the functions de­
scribed in sections (a) through (h) above, including procurement and essen­
tial cover and proprietary arrangements. 

1.9 The Department of State. The Secretary of State shaU: 

(a) Overtly coUect information relevant to United States foreign poUcy 
concerns; 

(b) Produce and disseminate foreign intelUgence relating to United 
States foreign poUcy as required for the execution of the Secretairy's 
responsibilities; 

(c) Disseminate, as appropriate, reports received from United States diplo­
matic and consular posts; 

(d) Transmit reporting requirements of the InteUigence Community to the 
Chiefs of United States Missions abroad; and 

(e) Support Chiefs of Missions in discharging their statutory responsibiUties 
.for direction and coordination of mission activities. 

1.10 The Department of the Treasury. The Secretary of the Treasury shaU: 

(a) Overtly coUect foreign financial and monetary information; 

(b) Participate with the Department of State in the overt coUection of gener­
al foreign economic information; 
[c}"̂  Produce and disseminate foreign inteUigence relating to United States 
economic poUcy as requfred for the execution of the Secretary's responsibU­
ities; and 

(d) Conduct-through the United States Secret Service, activities to deter­
mine the existence and capabiUty of surveiUance equipment being used 
against, the President of,the-United States, the Executive Office of the Presi­
dent and, as authorized by the Secretary of the Treasury or the President 
other Secret Service protectees and United States offidals. No information 

*The coirect citation is (S7 Stat 555). 
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shaU be acquired intentionally through such acti-vities except to protect 
against such siuveiUance, and those acti-vities shall be conducted pursuant 
to procedures agreed upon by the Secretary of the Treasury and the Attor­
ney General; 

1.11 The Department of Defense. The Secretary of Defense shall: 

(a) CoUect national foreign intelligence and be responsive to coUection 
tasking by the Director of Central InteUigence; '~-

(b) CoUect, produce and disseminate military and miUtary-related foreign 
inteUigence and counterintelUgence as required for execution of the Secre­
tary's responsibiUties; 

(c) Conduct programs and missions necessary to fulfiU national, depart­
mental and tactical foreign intelUgence requirements; 

(d) Conduct counterintelUgence acti-vities in support of Department of De­
fense components outside the United States in coordination -with the CIA, 
and within the United States in coordination with the FBI pursuant to pro­
cedures agreed upon by the Secretary of Defense and the Attorney General; 

(e) Conduct as the executive agent of the United States Government, sig­
nals inteUigence and communications security activities, except as other­
wise directed by the NSC; 

(f) Provide for the timely transmission of critical inteUigence, as defined by 
the Director of Cenfral InteUigence, within the United States Government 

(g) Carry out or confract for research, development and procurement of 
technical systems and devices relating to authorized latelUgence functions; 

(h) Protect the security of Department of Defense instaUations, activities, 
property, information, and employees by appropriate means, induding such 
investigations of appUcants, employees, contractors, and other persons with 
similar assodations with the Department of Defense as are necessary; 

(1) EstabUsh and maintain miUtary intelUgence relationships and miUtary in­
telligence exchange programs with selected cooperative foreign defense es-
tabUshments and international organizations, and ensure that such relation­
ships and programs are in accordance with poUdes formulated by the Di­
rector of Cenfral IntelUgence; 

0) Dfrect operate, confrol and provide fiscal management for the National 
Security Agency and for defense and miUtary intelligence and national re­
connaissance entities; and 

(k) Conduct such adminisfrative and technical support activities vnthin and 
outside the Uiuted States as are necessary to perform the functions de­
scribed in sections (a) through (j) above. 

1.12 Intelligence Components Utilized by the Secretary of Defense. In car­
rying out the responsibiUties assigned in section 1.11, the Secretary of De­
fense is authorized to utilize the foUowing: 

(a] Defense Intelligence Agency, whose responsibiUties shaU indude; 

[1] CoUection, production, or, through tasking and coordination, provision of 
iniUtary and iniUtary-related intelligence for the Secretary of Defense, the 
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Joint Chiefs of Staff, other Defense components, and, as appropriate, non-
Defense agencies; 

(2) CoUection and pro-vision of miUtary inteUigence for national foreign in­
teUigence and counterintelUgence products; 

(3) Coordination of aU Department of Defense inteUigence coUection 
reqmrements; 

(4) Management of the Defense Attache system; and 

(5) Provision of foreign inteUigence and counterintelUgence staff support as 
directed by the Joint Chiefs of Staff. 

(b) National Security Agency, whose responsibiUties shaU indude: 

(1) EstabUshment and operation of an effective unified organization for sig­
nals inteUigence activities, except for the delegation of operational control 
over certain operations that are conducted through other elements of the In­
teUigence Community. No other. department or agency may engage in sig­
nals intelligence activities except pursuant to a delegation by the Secretary 
of Defense; 

(2) Control of signals inteUigence-coUection and processing acti-vities, in­
duding assignment of resources to an appropriate agent for such periods 
and tasks- as requfred for the dfrect support of nulitary commanders; 

(3) CoUection of signals inteUigence information for national foreign inteUi­
gence purposes in accordance with guidance from the Dfrector of Cenfral 
InteUigence; 

(4) Processing of signals inteUigence data for national foreign intelligence 
purposes in accordance with guidance from the Dfrector of Cenfral 
InteUigence; 

(5) Dissemination of signals intelUgence information for national foreign in­
teUigence purposes to authorized elements of the Government, including the 
miUtary services, in accordance with guidance from the Dfrector of Cenfral 
Intelligence; 

(6) CoUection, processing and dissemination of sigpaals intelUgence informa­
tion for counterintelligence purposes; 

[7] Provision of signals intelUgence support for the conduct of miUtary oper­
ations in accordance with tasking, priorities, and standards of timeliness 
assigned by the Secretary of Defense. If provision of such support requfres 
use of national coUection systems, these systems wiU be tasked within ex­
isting guidance from the Dfrector of Cenfral Intelligence; 
(8) Executing the responsibiUties of the Secretary of Defense as executive 
agent for the communications security of the United States Government 

(9) Conduct of research saA development to meet the needs of the United 
States for signals inteUigence and communications security; 

(10) Protection of the security of its instaUations, activities, property, infor­
mation, amd employees by appropriate means, induding such investigations 
of applicants, employees, confractors, and other persons with sinular asso­
dations with the NSA as are necessary; 

208 

135 



18. (continued) 

Executive Orders E.O. 12333 

(11) Prescribing, within its field of authorized operations, security regula­
tions covering operating practices, induding the fransmission, handling and 
distribution of signals inteUigence and communications security material 
witiuD. and among the elements under control of the Dfrector of the NSA, 
and exercising the necessary supervisory confrol to ensure compUance with 
the regulations; 

(12) Conduct of foreign cryptologic Uaison relationships, with Uaison for in­
telligence purposes conducted in accordance with policies formulated by 
the Dfrector of Cenfral IntelUgence; and 

(13) Conduct of such administrative and technical support acti-vdties -yvithin 
and outside the United States as are necessary to perform the functions de­
scribed in sections (1) through (12) above, including procurement. 

(c) Offices for the collection of specialized intelligence through reconnais­
sance programs, whose responsibiUties shaU include: 

(1) Carrying out consoUdated reconnaissance programs for specialized 
inteUigence; 

(2) Responding to tasking in accordance with procedures established by the 
Dfrector of Central InteUigence; and 

(3) Delegating authority to the various departments and agencies for re­
search, development procurement and operation of designated means of 
coUection. 

(d) The foreign intelligence and counterintelligence elements of the Army, 
Navy, Air Force, and Marine Corps, whose responsibiUties shaU include: 

(1) CoUection, production and dissemination of miUtary and miUtary-relat­
ed foreign inteUigence and counterintelligence, and information on the for­
eign aspects of narcotics production and frafficking. When coUection is con­
ducted in response to national foreign inteUigence requfrements, it wiU be 
conducted in accordance -with guidcuice from the Dfrector of Cenfral InteUi­
gence. CoUection of national foreign inteUigence, not otherwise obtainable, 
outside the United States shaU be coordinated with the CIA, and such col­
lection -within the United States shaU be coordinated with the FBI; 

(2) Conduct of coimterintelUgence activities outside the United States in co­
ordination with the CIA, and within the United States in coordination with 
the FBI; and 

(3) Monitoring of the development prociu'ement and management of tacti­
cal intelligence systems and equipment and conducting related research, 
development and test and evaluation acti-vities. 

(e) Other offices within the Department of Defense appropriate for conduct 
of the intelligence missions and responsibilities assigned to the Secretary 
of Defense. If such other offices are used for inteUigence purposes, the pro­
visions of Part 2 of this Order shall apply to those offices when used-for 
those purposes. 

1.13 The Department of Energy. The Secretary of Energy shaU: 

(a) Partidpate with the Department of State in overtly coUecting informa­
tion -with respect to foreign energy matters; 
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(b) Produce and disseminate foreign intelUgence necessary for the Secre­
tary's responsibilities; 

(c) Participate in formulating intelUgence coUection and analysis require­
ments where the special expert capability of the Department can contribute; 
and 

(d) Provide expert technical, analytical and research capabUity to other 
agencies -within the"intelUgence Community. 

1.14 The Federal Bureau of Investigation. Under the supervision of the At­
torney General and pursuant to such regulations as die Attorney General 
may estabUsh, the Dfrector of the FBI shaU: 

(a) Within the United States conduct counterintelligence and coordinate 
counterintelligence activities of other agencies -within the InteUigence Com­
munity. When a counterinteUigence activity of the FBI involves nulitary or 
civiUan personnel of the Department of Defense, the FBI shaU coordinate 
-with the Department of Defense; 

(b) Conduct coimterintelligence acti-vities outside tbe United States in co­
ordination -with the CIA as requfred by procedures agreed upon by the Di­
rector of Central InteUigence and the Attorney General; 

(c) Conduct -within the United States, when requested by officials of the In­
telUgence Community designated by the President acti-vities undertaken to 
GoUect foreign intelligence or support foreign inteUigence collection requfre­
ments of o&er agencies -within the InteUigence Community, or, when re­
quested by the Dfrector of Uie National Security Agency, to support the 
communications seairity acti-vities of the United States Government; 

(d) Produce and disseminate foreign intelUgence and counterintelligence; 
and 

(e) Carry out or contract for research, development and procurement of 
technical systems and devices relating to the functions authorized above. 

Part 2 

Conduct of Intelligence Activities 

2.1 Need. Accurate and timely information about the capabilities, inten­
tions 8Lnd acti-vities of foreign powers, organizations, or persons and thefr 
agents is essential to informed decisionmaking in the areas of national de­
fense and foreign relations. CoUection of such information is a priority ob­
jective cmd -will be pursued in a -vigorous, innovative and responsible 
maimer that is consistent with the Constitution and appUcable law and re­
spectful of tbe principles upon which the United States was founded. 

2.2 Purpose. This Order is intended to enhance human and technical col­
lection techniques, espedaUy those undertaken abroad, and the acquisition 
of significant foreign inteUigence, as weU as the detection and countering of 
international terrorist activities and espionage conducted by foreign 
powers. Set forth below are certain general principles that in addition to 
and consistent with appUcable laws, are intended to achieve the proper 
balance between the acquisition of essential information and protection of 
individual interests. Nothing in this Order shaU be construed to apply to or 

210 

137 



18. (continued) 

Executive Orders E.O. 12333 

interfere with any authorized civil or criminal law enforcement responsibility 
of any department or agency. 

2.3 Collection of Information. Agencies within the InteUigence Community 
are authorized to collect, retain or disseminate information concerning 
United States persons only in accordance -with procedures estabUshed by 
the head of the agency concerned and approved by the Attorney General, 
consistent -with the authorities provided by Part 1 of this Order. Those pro­
cedures shaU permit coUection, retention and dissemination of the foUowing 
types of infonnation: 

(a) Information that is pubUcly avaUable or collected -with the consent of 
the person concerned; 

(b) Information constituting foreign inteUigence or counterintelligence, in-
cliiding such information concerning corporations or other commercial orga­
nizations. CoUection within the United States of foreign intelUgence not oth­
erwise obtainable shall be undertaken by the FBI or, when significant for­
eign intelligence is sought by other authorized agencies of the InteUigence 
Community, provided that no foreign intelligence coUection by such agen­
cies may be undertaken for the purpose of acquiring informatipn concerning 
the domestic activities of United States persons; 

(c) Information obtained in the course of a lawful foreign inteUigence, 
counterinteUigence, international narcotics or international terrorism 
investigation; 

(d) Information needed to protect the safety of any persons or organiza­
tions, including those who are targets, victims or hostages of international 
tenorist organizations; 

(e) Infonnation needed to protect foreign intelUgence or counterinteUigence 
sources or methods from unauthorized disclosure. CoUection -within the 
United States shaU be undertaken by the FBI except that other agencies of 
the IntelUgence Community may also coUect such information concerning 
present or former employees, present or former inteUigence agency confrac­
tors or thefr present or fonner employees, or appUcants for any such em­
ployment or confracting; 

(f) Information concerning persons who are reasonably believed to be po­
tential sources or contacts for the purpose of determining thefr suitabiUty or 
cretUbiUty; 

(g) Information arising out of a lawful personnel, physical or conummica-
tions secnrity investigation; 

(h) Information acqufred by overhead reconnaissance not dfrected at specif­
ic United States persons; 

(i) IncidentaUy obtained infonnation that may indicate involvement in ac­
ti-vities that may -violate federal, state, local or foreign laws; emd 

Q") Infonnation necessary for adminisfrative purposes. 

In addition, agendes within the IntelUgence Community may disseminate 
information, other than information derived from signals intelligence, to 
each appropriate agency within the IntelUgence Community for purposes of 
allowing the recipient agency to determine whether the mformation is rele­
vant to its responsibiUties and can be retained by i t 
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2.4 Collection Techniques. Agencies within the Intelligence Commimity 
shaU use the least intrusive collection techniques feasible within the United 
States or dfrected against United States persons abroad. Agencies are not 
authorized to use such techniques as electronic surveillance, unconsented 
physical search, mail smveUIance, physical surveiUance, or monitoring de-
-vices imless they are in accordance with procedures estabUshed by the 
head of the agency concerned and approved by the Attorney General. Such 
procedures shall protect constitutional and other legal rights and limit use 
of such information to lawful governmental purposes. These procedures 
shaU not authorize: 

(a) The CIA to engage in electronic surveillance within the Uruted States 
except for the pmpose of fraining, testing, or conducting countermeasures to 
hostile electronic surveillance; 

(b) Unconsented physical searches in the United States by agencies other 
than the FBI, except for: 

(1) Searches by counterinteUigence elements of the mUitary services dfrect­
ed against miUtary personnel within the United States or abroad for InteUi­
gence purposes, when authorized by a military commander empowered to 
approve physical searches for law enforcement purposes, based upon a 
finding of probable cause to beUeve that such persons are acting as agents 
of foreign powers; and 

(2) Searches by CIA of personal property of non-United States persons law­
fully in its possession. 

(c) Physical surveiUance of a United States person in the United States by 
agendes other than the FBI, except for: 

(1) Physical surveillance of present or former employees, present or former 
inteUigence agency confractors. or thefr present of former employees, or ap­
plicants for any such employment or confracting; and 

(2) Physical surveillance of a miUtary person employed by a nonintelligence 
element of a military service. 

(d) Physical surveiUance of a United States person abroad to coUect foreign 
intelligence, except to obtain significant infonnation that cannot reasonably 
be acqufred by other means. 

2.5 Attorney General Approval. The Attorney General hereby is delegated 
the power to approve the use for intelUgence purposes, within the United 
States or against a United States person abroad, of any technique for which 
a wanant would be requfred if undertaken for law enforcement purposes, 
pro-vided that such techniques shall not be undertEiken unless the Attorney 
General has detennined in each case that there is probable cause to beUeve 
that the technique is dfrected against a foreign power or an agent of a for­
eign power. Elecfronic surveiUance, as defined in the Foreign InteUigence 
SurveiUance Act of 1978, shaU be conducted in accordance with that Act, 
as weU as this Order. 

2.6 Assistance to Law Enforcement Authorities. Agencies within the Intel­
Ugence Community are authorized to: 
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(a) Cooperate with appropriate law enforcement agencies for the purpose of 
protecting the employees, information, property and faciUties of any agency 
within the InteUigence Community; 

(b) Unless otherwise precluded by law or this Order, participate in law en­
forcement activities to investigate or prevent clandestine inteUigence acti-vi­
ties by foreign powers, or international terrorist or narcotics acti-vities; 

(c) Pro-vide specialized equipment technical knowledge, or assistance of 
expert personnel for use by any department or agency, or, when Uves are 
endangered, to support local law enforcement agencies. Pro-vision of assist­
ance by expert personnel shaU be approved in each case hy the General 
Counsel of the pro-viding agency; and 

(d) Render any other assistance and cooperation to law enforcement au­
thorities not precluded by appUcable la-w. 

2.7 Contracting. Agencies within the IntelUgence Conununity are author­
ized to enter into contracts or arrangements for the pro-vision of goods or 
services with private companies or institutions in the United States and 
need not reveal the sponsorship of such contracts or arrangements for au­
thorized- inteUigence purposes. Contracts or arrangements -with academic in­
stitutions may be undertaken only with the consent of appropriate offidals 
of the institution. 

2.8 Consistency With Other Laws. Nothing in this Order shaU be con­
strued to authorize any acti-vity in -violation of the Constitution or statutes 
of the United States. 

2.9 Undisclosed Participation in Organizations Within the United States. 
No one acting on behalf of agencies within the IntelUgence Community may 
join or otherwise participate in any organization in the United States on 
behalf of any agency -within the InteUigence Community -without disclosing 
his intelUgence affiUation to appropriate officials of the organization, except 
in accordance -with procedures estabUshed by the head of the agency con­
cerned and approved by the Attorney General. Such partidpation shaU be 
authorized only if it is essential to achieving la-wful purposes as determined 
by the agency head or designee. No such participation may be undertaken 
for the purpose of influencing the activity of the organization or its mem­
bers except in cases where: 

(a) The partidpation is undertaken on behalf of the FBI in the course of a 
la-wful investigation; or 

(b) The organization concerned is composed primarily of individuals who 
are not United States persons and is reasonably believed to be acting on 
behalf of a foreign power. 

2.10 Human Experimentation. No agency within the InteUigence Communi­
ty shaU sponsor, confract for or conduct research on human subjects except 
in accordance -with guidelines issued by the Department of Health and 
Human Services. The subject's informed consent shaU be documented, as 
required by those guidelines. 

2.11 Prohibition on Assassination. No person employed by or acting on 
behalf of the United States Government shall engage in, or conspfre to 
engage in, assassination. 
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2.12 Indirect Participation. No agency of the Intelligence Community shall 
participate in or request any person to undertake activities forbidden by 
this Order. 

Parts 

General Provisions 

3.1 Congressional Oversight The duties and responsibUities of the Direc­
tor of Cenfral Intelligence and the heads of other departments, agencies, 
and entities engaged in intelligence acti-vities to cooperate with the Con­
gress in the conduct of its responsibilities for oversight of inteUigence activ­
ities shaU be as provided in title 50, United States Code, section 413. The 
requfrements of section 662 of the Foreign Assistance Act of 1961, as 
amended (22 U.S.C. 2422), and section 501 of the National Security Act of 
1947, as amended (50 U.S.C. 413), shall apply to aU special activities as de-
fuied in this Order. 

3.2 Implementation. The NSC, the Secretary of Defense, the Attorney Gen­
eral, and the Dfrector of Cenfral IntelUgence shall issue such appropriate 
dfrectives and procedures as are necessary to implement this Order. Heads 
of agencies within the Intelligence Community shaU issue appropriate sup­
plementary dfrectives and procedures consistent with this Order. The Attor­
ney General shall provide a statement of reasons for not approving any 
procedures established by the head of an agency in the Intelligence Com­
mimity other than the FBI. The National Security Council may establish 
procedures in instances where the agency head and the Attorney General 
are unable to reach agreement on other than constitutional or other legal 
grounds. 

3.3 Procedures. Until the procedures requfred by this Order have been es­
tabUshed, the activities herein authorized which require procedures shaU be 
conducted in accordance -with existing procedures or reqxiirements estab­
Ushed under Executive Order No. 12036. Procedures requfred by this Order 
shaU be established as expeditiously as possible. AU procedures promulgat­
ed pursuant to this Order shall be made available to the congressional in­
telligence committees. 

3.4 Definitions. For the purposes of this Order, the foUo-wing terms shaU 
have these meanings: 

(a) Counterintelligence means information gathered and activities conduct­
ed to protect against espionage, other intelUgence acti-vities, sabotage, or 
assassinations conducted for or on behalf of foreign powers, organizations 
or persons, or international terrorist activities, but not including personnel, 
physical, document or communications security programs. 

(b) Electronic surveillance means acquisition of a nonpubUc communication 
by elecfronic means without the consent of a person who is a party to an 
elecfronic communication or, in the case of a nonelecfronic communication, 
without the consent of a person who is visably present at the place of com­
munication, but not including the use of radio dfrecUon-finding equipment 
solely to determine the location of a transmitter. 

(c) Employee means a person employed by, assigned to or acting for 
agency within the InteUigence Community. 

an 
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(d) Foreign intelligence means information relating to the capabilities, in­
tentions and activities of foreign powers, organizations or persons, but not 
including counterintelligence except for infonnation on international tenor­
ist activities. 

(e) IntelUgence activities means all activities that agencies within the Intel­
ligence Community are authorized to conduct pursuant to this Order. 

(f) InteUigence Community and agencies within the Intelligence Community 
refer to the foUowing agencies or organizations: 

(1) The Central InteUigence Agency (CIA); 

(2) The National Security Agency (NSA); 

(3) The Defense Intelligence Agency (DIA); 

(4) The offices within the Department of Defense for the collection of spe­
cialized national foreign inteUigence through reconnaissance programs; 

(5) The Bureau of IntelUgence and Research of the Department of State; 

(6) The intelligence elements of the Army, Na-vy, Afr Force, and Marine 
Corps, the Federal Bureau of Investigation (FBI), the Department of the 
Treasury, and the Department of Energy; and 

(7) The staff elements of the Director of Cenfral InteUigence. 

(g) The National Foreign InteUigence Program includes the programs Usted 
below, but its composition shall be subject to review by the National Secu­
rity Council and modification by the President: c 

(1) The programs of the CIA; 

(2) The ConsoUdated Cryptologic Program, the General Defense IntelUgence 
Program, and the prograims of the offices -within the Department of Defense 
for the collection of specialized national foreign inteUigence through recon­
naissance, except such elements as the Director of Cenfral IntelUgence and 
the Secretary of Defense agree should be excluded; 

(3) Other programs of agencies -within the IntelUgence Community designat­
ed joindy by the Dfrector of Cenfral IntelUgence and the head of the depart­
ment or by the President as national foreign intelUgence or counterinteUi­
gence acti-vities; 

(4) Activities of the staff elements of the Dfrector of Central InteUigence; 

(5) Activities to acqufre the inteUigence requfred for the planning and con­
duct of tactical operations by the United States nulitary forces are not in­
cluded in the National Foreign IntelUgence Program. 

(h) Special activities means acti-vities conducted in support of national for­
eign poUcy objectives abroad which are planned and executed so that the 
role of the United States Government is not apparent or acknowledged pub­
licly, and functions in support of such activities, but which are not intended 
to influence United States poUtical processes, pubUc opinion, ppUdes,-or 
media and do not include diplomatic acti-vities or the coUection and produc­
tion of intelUgence or related support functions. 

(i) United States person means a United States dtizen, an aUen known by 
the intelUgence agency concerned to be a permanent resident aUen, an un-
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incorporated association substantially composed of United States citizens 
or permanent resident aliens, or a corporation incorporated in the United 
States, except for a corporation directed and confrolled by a foreign gov­
ernment or governments. 

3.5 Purpose and Effect. This Order is intended to control and provide di­
rection and guidance to the InteUigence Community. Nothing contained 
herein or in any procedures promulgated hereunder is intended to confer 
any substantive or procedural right- or privilege on any person or 
organization. 

3.6 Revocation. Executive Order No. 12036 of January 24, 1978, as amend­
ed, entitled "United States Intelligence Activities," is revoked. 

RONALD REAGAN 

THE WHITE HOUSE, 
December 4, 1981. 

Editorial Note: The President's statement of Dec. 4, 1981, on United States intelligence activities 
is printed in the Weekly Compilation of Presidential Documents (vol. 17, p. 1335). 
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19. George J. Tenet, Director of Central Intelligence Directive 1/1, 
The Authorities and Responsibilities of the Director of Central Intelligence 
as Head of the US Intelligence Community,, 19 November 1998 

UNCLASSIFIED 

DIRECTOR OF CENTRAL INTELLIGENCE DIRECTIVE 1/1 

THE AUTHORITIES AND RESPONSIBILITIES OF THE DIRECTOR OF 
CENTRAL 

INTELLIGENCE AS HEAD OF THE U.S. INTELLIGENCE COMMUNITY 

(Effective 19 November 1998) 

This directive is promulgated pursuant to Sections 102 
and 103(c) of the National Security Act of 1947, as amended 
(NSA), and Executive Order 12333. 

A. Purpose 

This directive establishes a system of DCI Directives 
(DCIDs) and subsidiary issuances, provides a summary of DCI 
authorities and responsibilities, assigns responsibility for 
the execution of certain DCI authorities and 
responsibilities and provides for a process for the creation 
and coordination of DCI directives and subsidiary issuances. 
The goal of this system of directives is to enable the 
Director of Central Intelligence to provide timely, 
coordinated and clear guidance and direction to the 
Intelligence Community. The process established is based on 
the authorities and responsibilities of the DCI as head of 
the US Intelligence Community, as assigned by the National 
Security Act of 1947, as amended. Executive Orders 12333, 
12951, 12958, and other statutes. Presidential directives, 
and National Security Council Intelligence Directives 
(NSCIDs). 

B. The Authorities and Responsibilities of the Director of 
Central Intelligence Related to the U.S. Intelligence 
Community 

The list of authorities and responsibilities of the DCI 
in this DCID is intended to be illustrative. Readers are 
directed to the citations for controlling language. In all 
cases, the language in the original citation is controlling. 
This DCID is not intended to act in derogation or arrogation 
of the authorities and responsibilities of the DCI or the 
head of any other agency, department or organization 
contained in statute. Executive Order, Presidential 
directive or NSCID. Furthermore this DCID is not intended 
to act in derogation or arrogation of any authorities and 
responsibilities of the DCI or the head of any other agency, 
department or organization which may not be listed herein. 
By way of example, this DCID does not derogate or arrogate 
any of the authorities of the Secretary of Defense found in 
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§105 of the National Security Act; 50 United States Code 
(hereafter USC) section 403-5. 
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1. Management 

a. General. 

(1) The Director of Central Intelligence serves as 
head of the United States Intelligence Community; acts 
as the principal advisor to the President for 
intelligence matters related to the national security; 
and serves as the head of the Central Intelligence 
Agency. (NSA §102 (a) ; 50 USC 403(a);, see also, E.O. 
12333, §1.5(a).) 

(2) To the extent recommended by the National 
Security Council and approved by the President, the DCI 
shall have access to all intelligence related to the 
national security which is collected by any department, 
agency or other entity of the United States. (NSA 
§104(a); 50 USC 403-4(a).) 

(3) The heads of all Executive Branch departments 
and agencies shall, in accordance with law and relevant 
procedures approved by the Attorney General, give the 
DCI access to all information relevant to the national 
intelligence needs of the United States, and shall give 
due consideration to requests from the Director for 
appropriate support for Intelligence Community 
activities. (E.O. 12333, §1.6(a).) 

(4) The DCI is responsible for developing such 
objectives and guidance for the Intelligence Community 
as will enhance the capabilities for responding to 
expected future needs for national foreign 
intelligence. (E.O. 12333, §1.5(b).) 

(5) In the performance of his duties under the 
National Security Act, and subject to the direction of 
the President, the DCI may attend and participate in 
meetings of the National Security Council. (NSA 
§101 (j) ; 50 USC 402 (j) .) 

(6) The DCI is a member of the Committee on 
Foreign Intelligence of the National Security Council. 
(NSA §101(h) (2) (A) ; 50 USC 402(h) (2) (A) .) 

(7) The DCI is a member of the Committee on 
Transnational Threats of the National Security Council. 
(NSA § lOl(i) (2) (A) ; 50 USC 402 (i) (2) (A) .) 

b. Appointment and Evaluation of Officials Responsible 
for Intelligence Related Activities 
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(1) In the event of a vacancy in the position of 
the Director, National Security Agency (NSA); the 
Director, National Reconnaissance Office (NRO); or the 
Director, National Imagery and Mapping Agency (NIMA), 
the Secretary of Defense shall obtain the concurrence 
of the DCI before recommending to the President an 
individual for appointment to the position. If the DCI 
does not concur in the recommendation, the Secretary of 
Defense may make the recommendation to the President 
without the DCI's concurrence, but shall include in the 
recommendation a statement that the Director does not 
concur in the recommendation. (NSA §106(a); 50 USC 
403-6(a).) 

(2) In the event of a vacancy in the position of 
the Director, DIA; the Assistant Secretary of State for 
Intelligence and Research; or the Director of the 
Office of Nonproliferation and National Security [now. 
Office of Intelligence], DOE; the head of the 
department or agency having jurisdiction over the 
position shall consult with the DCI before appointing 
an individual to fill the vacancy or recommending to 
the President an individual to be nominated to fill the 
vacancy. (NSA §106(b); 50 USC 403-6(b).) 

(3) In the event of a vacancy in the position of 
the Assistant Director, National Security Division of 
the Federal Bureau of Investigation, the Director of 
the Federal Bureau of Investigation shall provide 
timely notice to the DCI of the recommendation of the 
Director of the Federal Bureau of Investigation of an 
individual to fill the position in order that the DCI 
may consult with the Director, FBI, before the Attorney 
General appoints an individual to fill the vacancy. 
(NSA §106(b)(3); 50 USC 403-6(b)(3).) 

(4) The DCI, in consultation with the Secretary 
of Defense and the Chairman of the Joint Chiefs of 
Staff is required to submit each year to the Committee 
on Foreign Intelligence of the NSC and to the 
appropriate congressional committees^ an evaluation of 
the performance and the responsiveness of the National 
Security Agency, the National Reconnaissance Office and 
the National Imagery and Mapping Agency in meeting 
their national missions. (NSA §105(d); 50 USC 403-
5(d).) 

' The "appropriate congressional committees" for this purpose are defined in section 109 of the National 
Security Act to be: the Select Committee on Intelligence, the Committee on Appropriations, and the 
Committee on Armed Services of the Senate; and, the Permanent Select Committee on Intelligence, the 
Committee on Appropriations, and the Ccmtmittee on National Security of the House of Representatives. 
(NSA § 109(c); 50 USC 404d(c)). 
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c. Staffs, CoBmittees and Advisory Groups 

The DCI is authorized to appoint advisory 
committees and to employ part-time advisory personnel 
as the Director deems necessary in the execution of the 
Director's functions, consistent with the terms set 
forth in section 303 of the National Security Act. 
(NSA §303; 50 USC 405; see also, E.O. 12333, §1.5(j), 
"[The DCI shall] establish appropriate staffs, 
committees, or other advisory groups to assist in the 
execution of the Director's responsibilities.") 

d. Congressional Reporting Requirements 

(1) To the extent consistent with due regard for 
the protection from unauthorized disclosure of 
classified information relating to sensitive 
intelligence sources and methods or other exceptionally 
sensitive matters, the DCI and the heads of all 
departments, agencies, and other entities of the United 
States Government involved in intelligence activities 
shall keep the intelligence committees fully and 
currently informed of all intelligence activities, 
other than a covert action, which are the 
responsibility of, are engaged by, or are carried out 
for or on behalf of, any department, agency, or entity 
of the United States Government, including any 
significant anticipated intelligence activity and any 
significant intelligence failure. (NSA §502(1); 50 USC 
413a(l).) 

(2) To the extent consistent with due regard for 
the protection from unauthorized disclosure of 
classified information relating to sensitive 
intelligence sources and methods or other exceptionally 
sensitive matters, the DCI and the heads of all 
departments, agencies, and other entities of the United 
States Government involved in intelligence activities 
shall furnish the intelligence committees any 
information or material concerning intelligence 
activities, other than covert actions, which is within 
his custody or control, and which is requested by 
either of the intelligence committees in order to carry 
out its authorized functions. (NSA §502(2); 50 USC 
413a(2).) 

(3) To the extent consistent with due regard for 
the protection from unauthorized disclosure of 
classified information relating to sensitive 
intelligence sources and methods or other exceptionally 
sensitive matters, the DCI and the heads of all 
departments, agencies, and other entities of the United 
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States Government involved in a covert action shall 
keep the intelligence committees fully and currently 
informed of all covert actions which are the 
responsibility of, are engaged in by, or are carried 
out for or on behalf of, any department, agency, or 
entity of the United States Government, including 
significant failures; and shall furnish to the 
intelligence committees any information or material 
concerning covert actions which is in the possession, 
custody or control of any department, agency, or entity 
of the United States Government and which is requested 
by either of the intelligence committees in order to 
carry out its authorized responsibilities. (NSA 
§503(b); 50 USC 413b(b).) 

e. Providing and Promoting Services of Connnon Concern 

As head of the Central Intelligence Agency, the 
DCI is charged with performing such additional services 
of common concern to elements of the intelligence 
community, which services the Director determines can 
be more efficiently accomplished centrally. (NSA 
§103(d)(4); 50 USC 403-3(d)(4); see also, E.O. 12333, 
§1.5(c), "[The DCI is responsible for] promot[ing] the 
development and maintenance of services of common 
concern by designated intelligence organizations on 
behalf of the Intelligence Community....") 

f. Promoting Conunon Administrative Practices 

The DCI is charged with instituting policies and 
programs, in coordination with the heads of departments 
and agencies with elements in the Intelligence 
Community: 

(1) to provide for the rotation of personnel 
among elements of the Intelligence Community, where 
appropriate, and to make such rotated service a factor 
to be considered for promotion to senior positions, and 

(2) to consolidate, wherever possible, personnel, 
administrative, and security programs to reduce the 
overall costs of these activities within the 
Intelligence Community. (NSA §104(f); 50 USC 403-
4(f) .) 

g. Intelligence Related Space Activities 

The DCI has been assigned authorities and 
responsibilities imder the National Space Policy, 
Presidential Decision Directive/NSC-49, 14 September 
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1996. These include, but are not limited to, the 
following: 

(1) The DCI and the Secretaiy of Defense oversee 
those space activities necessary for national security, 
consistent with their respective responsibilities as 
set forth in the National Security Act of 1947, as 
amended, other applicable law and Executive Order 
12333. (Presidential Decision Directive 49 (PDD-49), 
III (1), 14 September 1996^.) 

(2) The Secretary of Defense and the DCI are 
responsible for ensuring that defense and intelligence 
space activities are closely coordinated; that 
intelligence space architectures are integrated to the 
maximum extent feasible; and will continue to modernize 
and improve their respective activities to collect 
against, and respond to, changing threats, environments 
and adversaries. (PDD-49, III (2).) 

(3) The DCI is responsible for ensuring that the 
intelligence space sector provides timely information 
and data to support foreign, defense, and economic 
policies; military operations; diplomatic activities; 
indications and warning; crisis management; and treaty 
verification and that the sector performs research and 
development related to these functions. (PDD-49, 
111(9) (a).) 

(4) The DCI is charged to work closely with the 
Secretary of Defense to improve the intelligence space 
sector's ability to support military operations 
worldwide. (PDD-49, III (9)(c).) 

2. Analysis and Production 

a. Analysis and Production of National Intelligence 

(1) The DCI has full responsibility for the 
production and dissemination of national foreign 
intelligence, and authority to levy analytic tasks on 
departmental intelligence production organizations, in 
consultation with those organizations, ensuring that 
appropriate mechanisms for competitive analysis are 
developed so that diverse points of view are considered 
fully and differences of judgment within the 

^ These excerpts discuss only the unclassified provisions of PDD-49. Readers are directed to the PDD for 
a complete listing of authorities and responsibilities. PDD-49, ID also sets out authorities and 
responsibilities of the Secretaiy of Delense, the Department of Energy and ACDA with respect to 
National Security space acti-vities. 
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Intelligence Community are brought to the attention of 
national policymakers. (E.O. 12333, §1.5(k).) 

(2) Under the direction of the National Security 
Council, the DCI is responsible for providing national 
intelligence to the President; to the heads of the 
departments and agencies of the Executive Branch; to 
the Chairman of the Joint Chiefs of Staff and senior 
military commanders; and, where appropriate, to the 
Senate and the House of Representatives and the 
committees thereof. Such national intelligence should 
be timely, objective, independent of political 
considerations, and based upon all sources available to 
the Intelligence Community. (NSA §103(a); 50 USC 403-
3(a) .) 

(3) In accordance with law and relevant 
procedures approved by the Attorney General, the DCI is 
responsible for giving heads of the departments and 
agencies access to all intelligence, developed by the 
CIA or the staff elements of the Director of Central 
Intelligence, relevant to the national intelligence 
needs of the departments and agencies. (E.O. 12333, 
§1.5(r).) 

(4) The DCI is responsible for facilitating the 
use of national foreign intelligence products by 
Congress in a secure manner. (E.O. 12333, §1.5(s).) 

(5) The DCI is charged with promoting and 
evaluating the utility of national intelligence to 
consumers within the US Government. (NSA §103(c) (4); 
50 USC 403-3(c)(4).) 

(6) The DCI is responsible for the development 
and implementation of such programs and policies as the 
DCI and the Secretary of Defense jointly determine 
necessary to review and correct deficiencies identified 
in the capabilities of the National Imagery and Mapping 
Agency to accomplish assigned national missions, 
including support to the all-source analysis and 
production process. The Director shall consult with 
the Secretary of Defense on the development and 
implementation of such programs and policies. (NSA 
§110(c); 50 USC 404e(c).) 

(7) The DCI is responsible for establishing 
uniform criteria for the determination of relative 
priorities for the transmission of critical national 
foreign intelligence, and advising the Secretary of 
Defense concerning the communications requirements of 

8 
UNCLASSIFIED 

152 



19. (continued) 

UNCLASSIFIED 

the Intelligence Community for the transmission of such 
intelligence. (E.O. 12333, §1.5(i).) 

b. Reserved 

3. Collection 

a. Collection of National Intelligence 

(1) The DCI, in his capacity as head of the 
Intelligence Community, establishes the requirements 
and priorities to govern the collection of national 
intelligence by elements of the Intelligence Community. 
(NSA §103(c)(2); 50 USC 403-3(c)(2).) 

(2) The DCI, in his capacity as head of the 
Intelligence Community, approves collection 
requirements, determines collection priorities, and 
resolves conflicts in collection priorities levied on 
national collection assets, except as otherwise agreed 
with the Secretary of Defense pursuant to the direction 
of the President. (NSA §103(c)(3); 50 USC 403-3(c)(3); 
NSA §111; 50 USC 404f; see also, E.O. 12333 §1.5(m).) 

(3) The DCI ensures the timely exploitation and 
dissemination of data gathered by national foreign 
intelligence collection means, and ensures the 
resulting intelligence is disseminated immediately to 
appropriate government entities and military commands. 
(E.O. 12333, §1.5(1).) 

(4) The DCI establishes mechanisms which 
translate national foreign intelligence objectives and 
priorities approved by the National Security Council 
into specific guidance for the Intelligence Community. 
(E.O. 12333, §1.5(m).) 

(5) As Head of the Central Intelligence Agency, 
the DCI is responsible for providing overall direction 
for the collection of national intelligence through 
human sources by elements of the Intelligence Community 
authorized to undertake such collection and, in 
coordination with other agencies of the Government 
which are authorized to undertake such collection, 
ensure that the most effective use is made of resources 
and that the risks to the United States and those 
involved in such collection are minimized. (NSA 
§103(d)(2); 50 USC 403-3(d)(2).) 

(6) The DCI is responsible for providing for the 
development of plans and arrangements for transfer of 
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required collection tasking authority to the Secretary 
of Defense when directed by the President. (E.O. 
12333, §1.5(m); see also, PDD-49, 111(8) (f).) 

b. Reserved 

4. Program and Budget 

a. Budget Preparation, Reprogramming and Transfers, 
Monitoring NFIP Implementation 

(1) The Director of Central Intelligence 
facilitates the development of an annual budget for the 
intelligence and intelligence-related activities of the 
United States by --

(A) developing, with the advice of the program 
managers and departments and agencies concerned, 
and presenting to the President, the consolidated 
National Foreign Intelligence Program (NFIP) 
budget; (NSA §103(c)(1)(A); 50 USC 403-
3(c)(1)(A); see also, E.O. 12333 §1.5(n).); and, 

(B) participating, in his capacity as head of the 
Intelligence Community, in the development by the 
Secretary of Defense of the annual budgets for the 
Joint Military Intelligence Program (JMIP) and 
Tactical Intelligence and Related Activities 
(TIARA) . (NSA §103 (c) (1) (B); 50 USC 403-
3(c)(1)(B).) 

(2) The DCI provides guidance to the elements of 
the Intelligence Community for the preparation of their 
annual budgets and approves such budgets before their 
incorporation in the National Foreign Intelligence 
Program. (NSA §104(b); 50 USC 403-4(b).) 

(3) No funds made available under the National 
Foreign Intelligence Program may be reprogrammed by any 
element of the Intelligence Community without the prior 
approval of the DCI except in accordance with 
procedures issued by the DCI. (NSA §104(c); 50 USC 
403-4(c). See also, E.O. 12333 §1.5(o), "[The DCI is 
responsible for reviewing and approving] all requests 
for reprogramming National Foreign Intelligence Program 
funds, in accordance with guidelines established by the 
Office of Management and Budget.") 

(4) The Secretary of Defense shall consult with 
the DCI before reprogramming funds made available under 
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the Joint Military Intelligence Program. (NSA §104 (c); 
50 USC 403-4(c).) 

(5) The DCI, with the approval of the Director of 
the Office of Management and Budget, may transfer funds 
appropriated for a program within the National Foreign 
Intelligence Program to another such program. A 
transfer of funds under this authority may be made only 
if: 

(A) the funds are being transferred to an activity 
that is a higher priority intelligence activity; 
(B) the need for funds for such activity is based 
on unforeseen requirements; 
(C) the transfer does not involve a transfer of 
funds to the Reserve for Contingencies of the 
Central Intelligence Agency; 
(D) the transfer does not involve a transfer of 
funds from the Federal Bureau of Investigation; 
and 
(E) the Secretary or head of the department which 
contain the affected element or elements of the 
Intelligence Community does not object to such 
transfer. (NSA §104(d); 50 USC 403-4(d).) 

(6) The DCI, in accordance with procedures 
developed by the DCI and the heads of affected 
departments and agencies, may transfer personnel 
authorized for an element of the Intelligence Community 
to another such element for periods up to one year. A 
transfer of personnel under this authority may be made 
only if: 

(A) the personnel are being transferred to an 
activity that is a higher priority intelligence 
activity; 
(B) the need for personnel for such activity is 
based on unforeseen requirements; 
(C) the transfer does not involve a transfer of 
personnel from the Federal Bureau of 
Investigation; and 
(D) the Secretary or head of the department which 
contain the affected element or elements of the 
Intelligence Community does not object to such 
transfer. (NSA §104(d); 50 USC 403-4(d).) 

(7) The DCI monitors the implementation of the 
National Foreign Intelligence Program and, as 
necessary, conducts program audits and evaluations. 
(E.O. 12333, §1.5(p).) 

b. Eliminating Waste and Unnecessary Duplication. 
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The DCI, in his capacity as head of the 
Intelligence Community, is charged with eliminating 
waste and unnecessary duplication within the 
Intelligence Community. (NSA §103(c)(5); 50 USC 403-
3(c) (5).) 

c. Overlap Between National Foreign Intelligence 
Programs and Department of Defense Intelligence 
Programs. 

The DCI, together with the Secretary of Defense, 
is responsible for ensuring that there is no 
unnecessary overlap between national foreign 
intelligence programs and Department of Defense 
intelligence programs consistent with the requirement 
to develop competitive analysis, and for providing to 
and obtaining from the Secretary of Defense all 
information necessary for this purpose. (E.O. 12333, 
§1.5(q).) 

d. Narcotics Intelligence Activities Abroad. 

The DCI participates in the development of 
procedures approved by the Attorney General governing 
criminal narcotics intelligence activities abroad to 
ensure that these activities are consistent with 
foreign intelligence programs. (E.O. 12333, §1.5(f).) 

5. Relationships 

a. Coordination of Foreign Intelligence Relationships 

(1) Under the direction of the National Security 
Council, and in a manner consistent with section 2 07 of 
the Foreign Service Act of 1980 (22 USC 3927), the DCI 
shall coordinate the relationships between elements of 
the Intelligence Community and the intelligence or 
security services of foreign governments on all matters 
involving intelligence related to the national security 
or involving intelligence acquired through clandestine 
means. (NSA §104(e); 50 USC 403-4(e).) 

(2) The DCI is responsible for formulating 
policies concerning foreign intelligence and 
counterintelligence arrangements with foreign 
governments, coordinating foreign intelligence and 
counterintelligence relationships between agencies of 
the Intelligence Community and the intelligence or 
internal security services of foreign governments, and 
establishing procedures governing the conduct of 
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liaison by any department or agency with such services 
on narcotics activities. (E.O. 12333, §1.5(e)) 

(3) No United States intelligence information may 
be provided to the United Nations or any organization 
affiliated with the United Nations,.or to any officials 
or employees thereof, unless the President certifies to 
the appropriate committees of Congress' that the 
Director of Central Intelligence, in consultation with 
the Secretary of State and the Secretary of Defense, 
has established and implemented procedures, and has . 
worked with the United Nations to ensure implementation 
of procedures, for protecting from unauthorized 
disclosure United States intelligence sources and 
methods connected to such information. (NSA 
§112(a)(1); 50 USC 404g(a)(1),(The statute also 
provides a waiver provision at NSA §404g(a)(2); 50 USC 
404g(a)(2).)) 

b. Reserved 

6. Security 

a. Protection of Intelligence Sources and Methods 

(1) The DCI shall protect intelligence sources 
and methods from unauthorized disclosure. (NSA 
§103(c)(6); 50 USC 403-3(c)(6).) 

(2) The DCI is charged with ensuring the 
establishment by the Intelligence Community of common 
security and access standards for managing and handling 
foreign intelligence systems, information, and 
products. (E.O. 12333, §1.5(g).) 

(3) The DCI is to ensure that programs are 
developed to protect intelligence sources, methods, and 
analytical procedures. (E.O. 12333, §1.5(h).) 

(4) Unless otherwise authorized by the President, 
only the Secretaries of State, Defense and Energy and 
the Director of Central Intelligence, or the principal 
deputy of each, may create a special access program.* 
For special access programs pertaining to intelligence 

' As used in this section, the term "appropriate committees of Congress" means the Committee on Foreign 
Relations and the Select Committee on Intelligence of the Senate and the Committee on Foreign Relations 
and the Permanent Select Committee on Intelligence of the House of Representatives. (NSA §112(e); 50 
USC 404g(e)). 

A "special access program" is a program established for a specific class of classified information that 
imposes safeguarding and access requirements that exceed those normally required for information at the 
same classification level. 
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activities (including special activities, but not 
including military operational, strategic and tactical 
programs), or intelligence sources or methods, this 
function will be exercised by the Director of Central 
Intelligence. (E.O. 12958, §4.1 and §4.4.) 

b. Classification of Imagery 

(1) The DCI is responsible for determining 
whether imagery acquired by a space-based national 
intelligence reconnaissance system shall no longer be 
kept secret in the interests of national security and 
foreign policy. (E.O. 12951, §2.) 

(2) In consultation with the Secretaries of State 
and Defense, the DCI shall establish a comprehensive 
review of imagery from systems other than the Corona, 
Argon, and Lanyard missions, with the objective of 
making available to the public as much imagery as 
possible consistent with the interests of national 
defense and foreign policy. (E.O. 12951, §2.) 

7. Other 

a. Special Activities 

The DCI is responsible for ensuring the 
implementation of special activities. (E.O. 12333, 
§1.5(d).) 

b. Counterterrorism 

The DCI has been assigned specific 
responsibilities in Presidential Decision 
Directive/NSC-39, 21 June 1995 and Presidential 
Decision Directive/NSC-62, 22 May 1998. 

c. Other Authorities and Responsibilities 

The DCI, in his capacity as head of the 
Intelligence Community, may be directed to perform 
other functions by the President or the National 
Security Council. (NSA §103(c)(7); 50 USC 403-
3(c)(7).) 

C. Assignment of Responsibility for the Execution of the 
DCI's Responsibilities as Head of the Intelligence 
Community. 
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1. The Deputy Director of Central Intelligence for 
Community Management (DDCI/CM). The DDCI/CM shall, subject 
to the direction of the DCI, be principally responsible for 
executing the responsibilities of the Director set forth in 
subparagraphs B.l.e., B.l.f., B.2., B.3. and.B.4., above. 

2. DCI Discretionary Authority. Notwithstanding the 
assignment of responsibilities set forth above, the Director 
may assign responsibility, in whole or in part, to such 
other subordinate officials as he or she may choose. 

3. Implementation. The officials who are assigned 
responsibility pursuant to this paragraph are authorized to 
create such mechanisms or make use of existing mechanisms 
within the Intelligence Community, as may be appropriate, 
for the execution of their respective responsibilities. 

D. System of DCI Directives (DCIDs). 

1. DCIDs. There is hereby established a system of DCI 
Directives and subsidiary issuances, which shall serve as 
the principal means by which the Director of Central 
Intelligence provides guidance, policy and direction to the 
Intelligence Community pursuant to the authorities cited in 
paragraph A. All current DCIDs shall remain in force until 
canceled or an update is published. 

2. DDCI/CM Responsibilities. The DDCI/CM shall have 
overall responsibility for developing such directives and 
subsidiary issuances, for coordinating them with elements of 
the Intelligence Community, for promulgating and 
disseminating them, and for updating them as may be 
required. In carrying out these functions, the DDCI/CM may 
make,use of such mechanisms within the Intelligence 
Community as may be appropriate. The DDCI/CM shall issue 
implementing procedures for the creation and coordination of 
DCI Directives and subsidiary issuances. 

3. DCI Approval. The DCI, or in his absence the 
Acting DCI, shall approve all DCIDs. 

4. Additional References to DCI Authorities and 
Responsibilities. The DDCI/CM may amend this DCID to 
include references to other authorities and responsibilities 
of the Director contained in statute. Executive Order or 
Presidential directive. 
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